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Abstract

Networks in industrial control and automation applications must be capable of providing highly
predictable delivery, both in terms of latency and latency variation. Thus, a network must guarantee
deterministic behavior for time-sensitive traffic. Currently, dedicated and highly engineered
networking solutions such as field buses are commonly used for time-critical traffic in industrial
applications. Current trends in network convergence combine mixed-criticality traffic flows into
the same real-time-capable networks. Currently, the IEEE Time-Sensitive Networking (TSN)
Task Group are augmenting the widely supported Ethernet standard to provide time-critical flows
alongside best-effort traffic. For its capabilities in high bandwidth, mixed-application and real-time-
support, TSN is expected to be widely adapted in industries. In TSN, many of the guarantees on
deterministic behavior have their basis in a traffic scheduling mechanism called Time-Aware Shaper
(TAS). The development and integration of TSN-capable networks require increasingly powerful
diagnosis and measurement tools. However, no such framework is publicly available at this point.
The focus of this thesis is the development of a framework fulfilling requirements for performance
analysis of physical networks with real-time constraints. This framework enables high-performance
measurement tasks for TSN, which makes measurable the inaccuracies of physical network devices.
As a first result of this insight, we show that many of the assumptions researchers often make about
TSN networks are simplified and do not properly model the real world. Moreover, scheduling
algorithms for the TAS often disregard the same inaccuracies in the synthesis of the traffic schedule.
This could render invalid the guarantees on determinism for out-of-the-box scheduling. We propose
a mechanism to improve the determinism of low-quality senders and the overall network bandwidth
utilization, proving its effectiveness in a proof-of-concept setup.

3





Contents

1 Introduction 9

2 Technical Background 11
2.1 Ethernet . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 11
2.2 Network Delay Model . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 13
2.3 Hardware and Connector Delays . . . . . . . . . . . . . . . . . . . . . . . . . 15
2.4 Features of the Time-Sensitive Networking (TSN) Standards . . . . . . . . . . . 18

3 Related Work 23

4 Problem Statement 25
4.1 Problem Definition and Use-Cases . . . . . . . . . . . . . . . . . . . . . . . . 25
4.2 Requirement Analysis . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 26

5 System Model 29
5.1 Topology Model . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 29
5.2 Mathematical Delay Model . . . . . . . . . . . . . . . . . . . . . . . . . . . . 30

6 Design and Architecture 33
6.1 Architectural Analysis and Core Philosophies . . . . . . . . . . . . . . . . . . 33
6.2 Architecture Synthesis . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 34

7 Implementation Details 43
7.1 Data Structures . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 43
7.2 Measurement Initialization . . . . . . . . . . . . . . . . . . . . . . . . . . . . 46
7.3 Measurement Details . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 49
7.4 Output Implementation Details . . . . . . . . . . . . . . . . . . . . . . . . . . 54

8 Evaluation 59
8.1 Measurement Environment . . . . . . . . . . . . . . . . . . . . . . . . . . . . 59
8.2 Framework Evaluation . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 61
8.3 Real World Network Analysis . . . . . . . . . . . . . . . . . . . . . . . . . . . 66

9 Conclusion and Outlook 77

Bibliography 79

A Configuration Syntax for the Framework 83

5





Acronyms

API application programming interface. 34

AVB Audio Video Bridging. 18

BC Boundary Clock. 20

CBS Credit Based Shaper. 18

CM configuration manager. 37

CRC cyclic redundancy check. 12

DEI drop eligible identifier. 12

EBNF extended Backus-Naur form. 83

ETF earliest transmit time first. 39

FCS Frame Check Sequence. 12

FPGA Field Programmable Gate Array. 15

GCL Gate Control List. 10

HAL Hardware Abstraction Layer. 34

IFG Inter-Frame Gap. 12

IIoT Industrial Internet of Things. 9

IT Information Technology. 9

LAN Local Area Network. 11

LDP Link Discovery Protocol. 46, 47

LLC logical link control. 11

MAC medium access control. 11, 12

NIC network interface card. 20

OM output manager. 40

OSI Open Systems Interconnection. 11

OT Operational Technology. 9

PCP Priority Code Point. 12

PPS Pulse-Per-Second. 20

7



Acronyms

PTP Precision Time Protocol. 20

QJC Queue Jitter Containment. 74

SFD Start Frame Delimiter. 11

SFP small form-factor pluggable. 16

SOF Start of Frame. 12

TAS Time-Aware Shaper. 3, 10

TC Transparent Clock. 20

TCI tag control information. 12

TDMA Time-division Multiple Access. 19

TPID tag protocal identifier. 12

TSA transmission selection algorithm. 18

TSN Time-Sensitive Networking. 3, 9

TT Time-Triggered. 10

VID VLAN identifier. 12

VLAN Virtual Local Area Network. 12

8



1 Introduction

Beginning in the 1970s, control and monitoring systems of the industrial automation technologies
started to move towards a more centralized approach, revolutionizing the way industries supervise
and control their automation technologies [8]. Now, with the rise of Industry 4.0 and the Industrial
Internet of Things (IIoT), the world undergoes a new industrial revolution in the information age.
However, this requires powerful real-time capable networking solutions, to fulfill the industries’
requirements. In industrial automation, for instance, there are hard time deadlines that have to be
met, a network has to be able to provide guarantees on real-time deterministic delivery. Due to
this rapidly growing importance of real-time communication, a variety of vendor-specific solutions
were developed to satisfy these requirements. This caused industries to deploy a wide range
of different networking solutions that are mutually incompatible. Architects of large industrial
networks were often even required to roll out multiple different systems in parallel [23]. Customers
of such vendor-specific solutions are locked into a product portfolio, further reducing flexibility and
interoperability [11, 30].

As an alternative to many of these vendor-specific protocols, the IEEE are currently working on
extending the well-established Ethernet standard to create an openly standardized solution called
Time-Sensitive Networking (TSN). Open standardization of TSN allows component builders, system
integrators and hardware or software vendors to work together, creating an inter-operable network
design [11]. This interoperability holds a great advantage of TSN over traditional state-of-the-art
networking systems. Hence, Ethernet using TSN already has a very good chance to unify industrial
networking solutions [23]. Another advantage over problem-specific networking solutions is TSN’s
capability to deliver time-sensitive communication along with best-effort services [7, 17, 23]. This
would allow industries to deploy a single physical TSN-based network for many communicating
systems, each with different requirements. Most importantly, it would allow the convergence of
Operational Technologies (OT) and Information Technologies (IT). OT are used to control and
monitor physical processes, these systems require deterministic networks with real time-capable
end systems [8]. Currently, OT networks are in most cases realized using vendor-specific field
buses. IT, on the other hand, are used in cloud computing or other high-level applications and often
require high bandwidth networks, rather than real-time communication. Despite the very different
communication requirements, TSN would be capable of transporting both alongside each other
over the same network [21, 23]. Hence, TSN is enabling the IT/OT convergence, which is widely
considered to be a major step towards IIoT and Industry 4.0 [30].

However, the convergence of IT and OT further accelerates network growth and interconnectedness,
increasing complexity significantly. With rising network complexity comes the need for more
powerful diagnosis tools. Specifically the capability for real-time analysis is vital for the development
and adaptation of TSN. As the TSN family of standards is relatively new, no such diagnosis tools are
currently widely available. Researchers in particular often had to rely on network simulators for their
individual testing scenarios [6, 21, 26, 28, 35]. While a simulation can give very detailed insight
into a network, it is difficult to verify functional aspects of the real world. The simulations often only
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consider simplified scenarios that do not accurately reflect the real world. Now, more TSN-capable
hardware is becoming available and the industry’s interest in transitioning to TSN is increasing [3].
This makes it necessary to validate the simulated results in the real world. Though, performing
accurate measurements in real-time networks is a non-trivial task; both the measurement hardware
and software need to operate with high enough accuracy and precision to evaluate the network
functionality. To the best of our knowledge, no publicly available diagnosis framework currently
exists that is capable of high precision measurements in real-time networks. This comprises a
significant research gap in the field of real-time communication. In this thesis, we fill this research
gap by providing a measurement framework for real-time-capable Time-Triggered (TT) networks.
Using this framework, we perform first validation measurements, comparing simulated results to
real world tests.

With the new TSN standards as a main motivation, this thesis is concerned with IEEE 802.3 Ethernet
networks. For TSN, many of the real-time capabilities and determinism guarantees have their basis
on the Time-Aware Shaper (TAS). This is a TT traffic shaper, working on a pre-calculated schedule,
the so-called Gate Control List (GCL). Such a schedule provides time slots for each important
time-sensitive communication. We provide more detailed technical background in Chapter 2.
Many researchers have already shown in simulation that TSN can guarantee in-time delivery, if
these time slots are chosen correctly [21, 28, 35]. This related work is presented in Chapter 3.
Chapter 4 defines the aforementioned research gap and specifies requirements that need to be
met by our developed framework. First, the framework should be able to emulate transmitting
end-point behavior, acting as an high-precision network stimulus. These stimuli are required to
allow evaluation and verification of the timing behavior of the system. Secondly, the developed
framework should be capable of simultaneously capturing and time stamping traffic on multiple
measuring points in the network. Lastly, the collected data has to be aggregated and processed,
allowing for interpretation of the results. In Chapter 5 we present our system model. We define
a topology model and a delay model to describe the timing of traffic in realistic networks. We
use these models in the design and evaluation parts of this thesis. We design the framework’s
architecture in Chapter 6, based on our requirements. The implementation details are specified in
Chapter 7. In Chapter 8, we verify the fulfillment of the requirements and use our framework to
present difficulties that can arise in real world networks. We verify the general functionality of the
TAS, and take a closer look at pitfalls and problems that can be hidden in simulation but become
important in a physical network setup. Using this knowledge, we give brief insight into a solution
that can achieve improved determinism guarantees for high-jitter transmitters. This could allow
scheduling algorithms to fulfill very low jitter requirements in the real world.
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2 Technical Background

Developing a measurement framework for real-time capable networks requires knowledge about the
network type, its behavior, and the used measurement hardware. We require precise knowledge about
the network to correctly interpret the timing behavior of the stations in the network. Furthermore,
knowing and understanding the measurement hardware is important. We are only able to interpret
the results correctly, if we understand how they were measured. There are a wide variety of different
types of networking solutions available. Due to the fact that this thesis is motivated by TSN, we
limit the scope of this thesis to IEEE 802.3 Ethernet based networks. Hence, we first discuss the
specific stations in Ethernet networks and how two systems can communicate with each other.
Knowing this, we go on with the expected time behavior, explaining the network’s delay model
used for our measurements. To complete the understanding of all network components over time,
we discuss the hardware and connector delays last.

2.1 Ethernet

The IEEE 802.3 standard [14] defines Ethernet as a means of communication in local wired networks,
so called Local Area Networks (LANs). It provides services on the Physical (Layer 1) and the Data
Link Layer (Layer 2) of the Open Systems Interconnection (OSI) reference model. For the scope
of this thesis, we only consider communication up to Layer 2. This reduces the number of active
components (stations) in the network to two types. There are switches (or bridges), providing the
network functionality itself and end stations as senders and receivers of data. Connections between
stations are called links. Links can either be unidirectional (simplex) or bidirectional (duplex). Two
end stations can communicate over the network by sending frames. In the following, we describe
the contents of such an Ethernet frame.

If not stated otherwise, we refer to the IEEE 802.3 standard [14]. Figure 2.1a shows the structure of
an Ethernet frame. The first seven octets are the preamble field. This field is used to announce
an incoming frame and allows the receiver to synchronize to the frame’s transmit timing. Next,
the Start Frame Delimiter (SFD) marks the begin of the frame. These two fields together are the
header of the Physical Layer. The Ethernet specification splits the Layer 2 of the OSI reference
model into two sublayers. First, the medium access control (MAC) sublayer is responsible for
medium-independent access control to the network or medium. Secondly, the logical link control
(LLC) sublayer is situated above the MAC layer, as an access-independent layer used to identifiy
and encapsulate Network Layer (Layer 3) protocols and perform error checking. In the frame, the
MAC header begins after the SFD mentioned above. A MAC header contains two 6 B long address
fields, with the first specifying the destination(s), i. e., the receiver(s) of the frame. The second field
contains the address of the sender of the frame.

11



2 Technical Background

7 1 6 6 (4) 2 46-1500 4 12

L1 Header

Inter-Frame GapL2 Header

Payload CRC

Destination
MAC

Source
MAC

802.1Q
Header

Size/
Type

(b
yt

es
)

(a) The structure of an Ethernet frame. The Layer 1 header
consists of the preamble and the SOF byte. This is
followed by the Layer 2 header with destination and
source MAC addresses, the optional IEEE 802.1Q tag,
and the EtherType or length field. At the end of the frame,
we have the FCS in the form of a CRC, followed by the
IFG.
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(b) The four bytes of the IEEE 802.1Q tag
are split into TPID and TCI. The latter
is further divided into PCP, DEI and
VID.

Figure 2.1: The structure of an ethernet frame and a more detailed look at the optional IEEE 802.1Q
header.

The addresses are optionally followed by the IEEE 802.1Q tag, which is used for Virtual Local Area
Network (VLAN) identification according to IEEE 802.1Q [15]. A frame containing this tag is
called a Q-tagged or VLAN-tagged frame. Figure 2.1b visualizes the structure of the IEEE 802.1Q
tag. This header will be important because TSN uses the Q-tag for example for traffic prioritization.
In a Q-tagged frame, the two octets after the source MAC are set to a value of 0x8100, called the tag
protocal identifier (TPID). This value makes it possible to differentiate between tagged and untagged
frames. The TPID is followed by an additional two octets called the tag control information (TCI).
The first three bits of the TCI are the Priority Code Point (PCP) field, which is used to indicate one
of eight levels of priority. This is followed by the one-bit-long drop eligible identifier (DEI). The
last twelve bits of the TCI are used as the VLAN identifier (VID), to assign the frame to a VLAN.
In tagged and untagged frames, the next field is the EtherType or length field. It is transmitted after
the source MAC in the case of an untagged frame or after the Q-tag if it exists. If the value of
the field is less than 1,500 (i. e., the maximum payload size), the content represents the payload
length. Otherwise, the field contains information about the payload’s network protocol called the
EtherType. Note that in the case of a tagged frame the TPID is in the place of the EtherType field of
an untagged frame, allowing for a differentiation.

After the Layer 2 header, we have the frame’s payload of variable size. The overall frame size of
a Q-tagged frame is allowed to be between 64 and 1,522 B (including the Layer 2 header). The
payload size can thus be in the range of 44 and 1,500 B. After the payload, the Frame Check
Sequence (FCS) terminates the frame. For Ethernet frames, a cyclic redundancy check (CRC)
is used to check for errors in the frame. On the wire, the Inter-Frame Gap (IFG) is the minimal
distance between two frames.
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2.2 Network Delay Model

2.2 Network Delay Model

On its path through the network, a frame encounters multiple stages introducing different kinds of
delay. Every switch, all end stations and even every link delays the overall transmission of each
frame. Understanding and modeling these delays is key for analyzing a network. We present in the
following the delay model from Hellmanns et al. [12]. If not declared otherwise, we refer to this
paper. To understand the different delays, we follow a frame through a switched network. We omit
the time that is required to create the frame and to move it to the sending hardware, but assume that
the frame is already ready for transmission. We begin with a sender, serializing the frame on a cable.
On the path to the first hop (the next switch or end station) we already encounter the first delay.

Definition 2.2.1 (Propagation Delay)
The Propagation Delay is the time a signal travels from an egress port to the next ingress port.
Hence, it is calculated using the cable length and medium-specific propagation speed

𝑑pg =
cable length

propagation speed
.

The propagation delay is the time between the sender beginning to transmit the frame and the
next connected station receiving the first bit. The propagation delay can not be avoided because it
depends on the physical length and properties of the cable connecting two stations. In our test setup
used later on, we use fiber optical links, which results in a propagation delay of about 5 ns per meter
of fiber length.

The time it takes to capture the entire frame is exactly the time it takes the sender to serialize the
frame onto the wire.

Definition 2.2.2 (Transmission Delay)
The Transmission Delay is the time required to serialize a frame, i. e., the time from begin to end of
transmission. It depends on link speed and frame size,

𝑑tr =
frame size
link speed

.

That means, the next station in our network sees the first bit of the frame after the propagation delay
has passed. After that, the transmission delay passes until the station received the entire frame. The
frame is now at the next station in the network. We assume that this next station is a network switch.
Here, the switch has to determine over which port the incoming frame is forwarded. Hence, the
next delay is introduced by the switching logic of the switch. The processing delay models the time,
a switch needs to determine the output queue for the received frame.

Definition 2.2.3 (Processing Delay)
The Processing Delay is the time between end of reception of a frame and the time where this frame
is queued for forwarding. In formulas or figures, it will be used as 𝑑pc.

The processing delay is independent of the frame size, but depends on the processing architecture
of the switch. It is important to keep in mind that the processing delay of every switch is not a
constant value. It can vary significantly from frame to frame; we call this the Processing Jitter. Our
frame is now in the correct output queue of the switch. Now, there are two possibilities: First, the
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forwarding to the next hop can begin immediately, without any additional delay. In the second case,
the frame has to wait, i. e., stay queued. This could be due to interference with other frames that are
currently in transmission, or have higher priority. The time a frame spends in an output queue is the
next delay of our model.

Definition 2.2.4 (Queuing Delay)
The Queuing Delay is the time, a frame that is ready to be transmitted, must wait until its transmission
starts. In formulas or figures it will be used as 𝑑qu.

The queuing delay can be avoided using special techniques that e. g., prevent cross traffic. Figure 2.2
visualizes each of the four delays shown so far, on a network consisting of three switches forwarding
a frame A. This frame needs to wait for some cross traffic at the link (𝑆2, 𝑆3), thus introducing
queuing delay.

Switch 1 Switch 2 Switch 3

Tim
e

𝑑tr

𝑑qu

Frame A

Cross traffic

Frame A

𝑑pc

𝑑pg

Figure 2.2: Visualization of the delays a frame encounters while being forwarded through a switched
network. The frame A is forwarded through a switched network. At Switch 2, some
cross traffic is ready for transmission before the processing of frame A is finished. This
prevents the immediate forwarding of the frame, causing a queuing delay.

2.2.1 Forwarding Mechanisms

For the delays on the switch, we assumed that the switch has to capture the entire frame before it
can begin processing it. However, this is only one possibility for the forwarding behavior. The
previously used forwarding behavior is called Store-and-Forward. As the name implies, a frame is
stored in its entirety before processing and ultimately forwarding begins (cf. Figure 2.3a) [2]. This
causes the overall forwarding time of the frame to be dependent on the frame’s size. The switch not
only determines the egress queue, but also checks the FCS (for Ethernet that is the CRC) and other
values, discarding the frame if an error is found. Discarding the frame if it contains an error is part
of the IEEE 802.1Q standard [15], with the intention of quickly removing corrupted frames from
the network.

In high-performance use-cases, requiring very low latencies between the end stations, the time to
capture the entire frame (i. e., the transmission delay) can be saved. A switch can theoretically
determine the egress queue as early as it received the first 14 B of the frame, i. e., the destination
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2.3 Hardware and Connector Delays

MAC address1. Hence, a second forwarding mechanism, called Cut-Through forwarding, can begin
processing the frame while it still being received [2]. Because of this, the delay introduced by the
switch can be constant (cf. Figure 2.3b). However, the benefits of this method only come into effect
if the egress port is free for transmission. Otherwise the switch is forced to queue the frame.

Switch 1 Switch 2 Switch 3

Tim
e

𝑑tr 𝑑pc

𝑑pg

(a) With the Store-and-Forward mechanism, the
entire frame has to be received before process-
ing. Hence, the transmission delay is part of
the time it takes to forward the frame.

Switch 1 Switch 2 Switch 3

Tim
e

𝑑pc

𝑑pg

(b) With Cut-Through forwarding, the switch is
able to forward the frame even before it was
fully received. The delay introduced by the
switch can be independent of the frame size.

Figure 2.3: Visualization of the behavior over time when using the two forwarding mechanisms
Store-and-Forward or Cut-Through.

2.3 Hardware and Connector Delays

Up until now, we were only concerned with the delays a frame experiences while in the network.
However, for the purposes of measuring the frame’s overall delay, we are interested in the time
difference from transmission to capturing on two end systems. A problem arises here because we
usually do not have access to the exact time at which the network hardware receives or sends a frame.
Only using special hardware, we can gain access to accurate transmit or capture time stamps.

On the sender side, we use a feature called Time Stamp Injection. High-end network adapters
support this feature in hardware, increasing the time stamp accuracy. A network adapter with this
feature enabled writes a time stamp in the frame payload itself which indicates the time the frame
was actually sent. Due to hardware limitations however, it is not possible to time stamp the exact
moment the frame leaves the sender with this injected time stamp. However, on adapters supporting
time stamp injection, it is common that deterministic hardware such as Field Programmable Gate
Arrays (FPGAs) are used. This way, the inevitable delay between taking the time stamp and begin
of transmission can be deterministic and thus, it becomes measurable by the network adapter [25,
called “TX Path Delay”].

Definition 2.3.1 (TX Hardware Delay)
We define the time between the network adapter injecting the time stamp in the frame payload and
begin of transmission as the TX Hardware Delay, or 𝑑hw,TX.

1This is a theoretical minimum.
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For the capture time stamp, a similar argument has to be made. Using a high resolution clock,
almost any network adapter can provide a high resolution capture time stamp for a frame. However,
this is not enough to actually achieve high precision measurements. Due to the same limitations as
on the sender, there is a delay between the first bit arriving and the adapter taking the corresponding
capture time stamp. Again, using special capture hardware, this delay can be be deterministic and
measurable [25, called “RX Path Delay”].

Definition 2.3.2 (RX Hardware Delay)
On the receiver side, the delay between capturing the frame to taking the corresponding capture
time stamp is called the RX Hardware Delay, or 𝑑hw,RX.

Figure 2.4 shows both the TX and RX hardware delays. Knowing the exact hardware delays is
critical to performing precise latency measurements.

Sender Receiver

Tim
e 𝑑pg

Timestamp
𝑑hw,RX

Timestamp
𝑑hw,TX

𝑑lat

Figure 2.4: The inevitable delays included in the latency measurements, visualized on two directly
communicating systems. First, we have the TX hardware delay as the time between
injecting the time stamp to transmitting the frame. Secondly, there is the RX hardware
delay, as the time between receiving the frame and taking the corresponding time stamp.

We also need to take into account the possible delay introduced by the connection to the physical
link medium. We discussed the propagation delay as the delay of a message on the medium. For
this, we assumed that a signal can be moved from the hardware to the medium instantly. However,
this is not always true.

2.3.1 Small Form-Factor Pluggables (SFPs)

The connections between hardware and physical medium of a link can have a significant impact
on real-time performance. In high-bandwidth or enterprise-grade networking devices, small
form-factor pluggables (SFPs) are most commonly used as transceivers on either side of a link [27].
The popularity has its roots in the medium-independence of the SFP specification. Networking
hardware with SFP ports can use a variety of different transceivers, all using the same end station or
switch hardware. The SFP transceivers are modular and support several physical mediums e. g.,
fiber optic or copper twisted pair (BASE-T) connections, at different link speeds [1, 27]. Only the
module on the cable determines the physical medium of the link.
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This implies that the transceiver has to perform a conversion between a medium-independent signal
on the hardware and the medium-specific signal on the link. This conversion can increase the link
latency or even introduce additional jitter. Hence, a low-latency and jitter-free medium and SFP
combination is required for conducting precise measurements. For our measurements, we used
fiber optic transceivers as they do not introduce any latency or jitter because they do not require
additional conversion circuitry.

2.3.2 Network Taps

To monitor network traffic, without introducing delay on either some end-station or a bridge, we use
breakout network taps. A breakout tap is a device capable of duplicating network traffic between
two stations, without any bandwidth limitations [9]. It is added as hardware along the connection
and has four connection ports (cf. Figure 2.5). Two of those are full-duplex ports as pass-through for
the original communication. The other two ports are simplex monitoring connections, each carrying
a duplicate of one communication direction between the full-duplex ports. One monitoring port for
each direction is required to carry the full bandwidth. Taps that combine both traffic directions into
a single monitoring port exist as well, they are called aggregation taps [10]. However, they were not
used in this work.

Breakout Tap

Station 1 Station 2

Figure 2.5: A breakout tap with its four connection ports. Two ports are full-duplex, carrying the
data between Station 1 and Station 2. The other two ports are simplex monitoring ports,
carrying a duplicate of either communication direction between the stations.

Theoretically, software tapping is also possible and would allow a far greater number of monitoring
points in the system, e. g., on every device and used port. However, software taps introduce
computation overhead on the communicating devices and therefore influence the network devices,
possibly changing the network behavior during measurement. This would negatively impact the
time-accuracy of the measurement setup. Furthermore, a hardware network tap creates an exact
duplicate of the traffic and includes the regular traffic as well as possible network errors that might
be omitted by a software tap [9].

For the measurements conducted here, we used only fiber optic connections and passive fiber optic
network taps. This type of network tap is optimal for high-precision measurement purposes, as it
does not introduce any measurable latency on the connection between two communicating devices
while producing an exact and time-accurate duplicate of the communication [9]. This is done by
splitting the optical signal using a form of a beam splitter. In most cases, a beam splitter consists of
two triangular prisms, arranged such that part of the light beam is reflected while the rest can pass
through the splitter [32]. Hence, we are measuring passively, the network devices themselves are
unchanged.
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2.4 Features of the Time-Sensitive Networking (TSN) Standards

As we discussed earlier, one goal of this thesis is to use the developed framework on networks that
deploy the TSN standards. TSN is a family of standards of which we want to give a brief overview
of the background before explicitly presenting features deployed on test networks later on. The TSN
standards have their roots in the Audio Video Bridging (AVB) Task Group, started by the IEEE 802.1
in 2007. At first, the main goal of this task group was to provide audio-video production studios
with an Ethernet based, real-time capable solution for audio and video data transmission [23]. For
these purposes, the AVB Task Group developed standards for time synchronization along with
capabilities for bridges to guarantee bounded worst-case end-to-end delays and zero congestion loss
in Layer 2 networks [7, 29]. With demand from the industrial automation and automotive industries
for an Ethernet based alternative to the state-of-the-art field bus technologies, the AVB standards
became the basis for a new task group called TSN, replacing AVB in 2009 [7]. TSN has a broader
focus than AVB, since it is concerned with the standardization of real-time and mission-critical
communication. This task group is, to this date, working on extending the bridged Ethernet standard
IEEE 802.1Q. However, there are already many AVB or TSN features ready for deployment in
Ethernet networks. In the amendment IEEE 802.1Qav [18], the AVB task group defined the Credit
Based Shaper (CBS). With this, they made first steps towards bounded latency and bounded jitter
guarantees, mostly for time- or loss-sensitive applications [23]. The TAS developed by the TSN task
group extends these guarantees by deploying a traffic schedule on the network. It was defined in the
IEEE 802.1Qbv [17]. Both amendments are now part of the current IEEE 802.1Q standard [15].
As part of this thesis, we will take a closer look at this finalized feature and analyze TSN-aware
network devices with respect to their TAS performance. Hence, we give detailed information about
the TAS in the next section. After that, we present protocols that are commonly used to achieve a
common time reference in TSN networks. Finally, we give a brief overview on Frame Preemption
which is often researched in combination with the TAS.

2.4.1 Time-Aware Shaper (TAS)

Communication in TSN networks takes place in the form of streams or flows that are defined by
one sender and at least one receiver [3]. For these streams, the previously discussed Q-tag for
the Ethernet header comes into effect. Specifically, each stream can have a priority, which is set
using the 3 bit PCP field. TSN networks support a traffic scheduling mechanism, called the TAS,
which was originally defined in the amendment IEEE 802.1Qbv [17]. We refer to the standard
unless mentioned otherwise. Conceptually, the TAS uses a pre-calculated schedule for extended TT
traffic control. In a switch, there is one TAS instance running per TSN-aware egress port. Such
an instance differentiates between the priority values of the PCP field, and thus holds up to eight
egress queues per port. Each queue is first controlled by a transmission selection algorithm (TSA)
and after that, by a gate. If we disregard the gates, the structure is the same as that of any other
traffic shaper. The TAS can extend any already existing priority-based shaper to the extent of TT
capabilities. Figure 2.6 shows the functional structure of the TAS for one egress port. The gates are
opened and closed according to a pre-calculated schedule, which is encoded in the GCL. Buffered
frames in any queue can only be forwarded to the egress port if the gate is open (i. e., if the GCL
entry is 1). If two queues are viable for transmission that means the TSA allows it and the gate is
open, the transmission selection chooses the frame with highest priority.
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If a coordinated schedule across the entire network exists, the TAS allows for temporal isolation
between streams [28] in the form of an access pattern similar to Time-division Multiple Access
(TDMA) [12, 26]. Furthermore, a network with such a coordinated schedule can guarantee bounded
latencies because it can enforce uninterrupted transmission for high-priority streams [24]. For this
to work, the switch has to guarantee that each transmission is finished before the gate closes. The
standard encourages the switches to prevent this so-called Transmission Overrun. This ensures that
other queues can transmit immediately once their gate opens. To achieve this, frame forwarding can
be stopped before the gate actually closes. For example, forwarding could be interrupted as long as
the transmission time of one frame of maximum size before a gate closes. This is called the Guard
Band. This is a safe and easy to implement approach, however, it reduces available bandwidth due
to possibly long idle times. A second possible implementation is for the bridge to check if the
next frame in the queue can be completely transmitted in the remaining time before the gate-close
event. Thus, the closer the gate closing event comes, the more the possible frame size shrinks. This
method is called Length-Aware Scheduling.

A problem with the TAS is computing a network-wide coordinated schedule i. e., the GCL for every
switch that fulfills all real-time guarantees. Finding such a schedule is proven to be NP-complete,
the runtime of algorithms calculating such schedules is increasing drastically with growing network
size or stream count [12, 23]. In many cases only probabilistic or heuristic-based approximations
are made to speed up calculation times. Hence, a comparison between different algorithms can
produce very different results regarding implementability or network requirements.
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Figure 2.6: Functional structure of the Time-Aware Shaper (TAS) for one egress port. The TAS
has up to eight egress queues that are controlled by a TSA, followed by a gate. The
TSA, together with the gate, control whether a frame of the corresponding queue is
available to the transmission selection. All (up to eight) paths are merged into the
egress transmission selection that performs the final decision.
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2 Technical Background

2.4.2 Time Synchronization

When talking about TT communication of real-time capable networks, time synchronization between
the participating stations is crucial. TSN or TT networks in general depend on a common time
reference for their functionality. Furthermore, the quality of synchronization has great influence
on the quality of the possible communication guarantees. Thus, we require a good method for
synchronizing the network devices to a common time reference. The features provided by TSN
are independent of a specific synchronization protocol. However, Precision Time Protocol (PTP),
defined by the IEEE 1588 standard [19] is currently often used [7]. For this reason, our measurement
setups use PTP for synchronizing the switch clocks to the network interface cards (NICs).

We refer to the IEEE 1588 standard [19] unless mentioned otherwise. For each PTP domain,
i. e., connected devices that synchronize to each other using PTP, one device is chosen as the
Grandmaster from which all devices derive their local time. Outgoing from this grandmaster, the
network establishes a master-slave hierarchy. All devices receive their time signal over their master
port (except the grandmaster) and pass on a time signal over the slave port(s). Ports that do not
connect to a PTP-capable device are inactive for the PTP operation. There exist two modes of
PTP, namely Boundary Clock (BC) and Transparent Clock (TC). BC PTP instances process the
incoming time signal to synchronize their own local time. After that, they use this local time to
send new PTP messages over the slave ports. TC PTP instances only forward the master’s signal
to other devices, compensating the delay that is accumulated while the signal was processed by
the TC instance. Generally, sub-100 ns synchronization between two devices is possible with PTP
when using hardware time stamping [5]. Even a time synchronization accuracy with errors below
approximately 20 ns per hop is often achievable [34].

For the synchronization between the sending and capturing NICs we used the NT-TS protocol which
is specific to Napatech hardware. The NT-TS signal enables absolute time synchronization between
Napatech equipment. We refer to the Napatech documentation unless mentioned otherwise [25].
The transferred signal contains the NT-TS protocol, carries a Pulse-Per-Second (PPS) signal and
embedded time information. It uses high frequency sampling on the NIC’s FPGAs to achieve high
synchronization accuracies. The master sends synchronization information with 50 kHz which
allows the slave to sample the external time every 20 µs. The convergence time to synchronization is
below 30 seconds. The main reason we used this protocol in our setup was the high synchronization
accuracy between two network adapters. The reported clock offset between master and slave are
within ±1 ns. This allows us to use the time references of both NICs as a ground truth for the
measurements.

2.4.3 Frame Preemption

Normally, even highest priority frames have to stay queued if a switch is already transmitting any
other frame on the egress port. In settings that require very low latencies, this queuing time could
result in a high priority frame being late. The IEEE 802.1Qbu Frame Preemption amendment [16]
allows network devices to interrupt the transmission of (non-time-critical) transmissions, possibly
circumventing long queuing times. High-priority frames do not have to wait for lower-priority
frames to transmit fully, thus resulting in shorter latencies for the high-priority traffic. Hence, frame
preemption can reduce the interference of best effort traffic on TSN traffic.
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The standard allows to designate the eight PCP values as either preemptable or express [16]. As
the name implies, the transmission of non-time-critical frames can be interrupted by express
(i. e., time-critical) frames. The interrupted frame is split into multiple fragments that must be
reassembled at the next hop. Each fragment is at least 64 B long (i. e., the minimum frame length
for Ethernet). Non-terminal fragments are assigned a new 4 B FCS, and contain lower-level (i. e.,
Layer 1) information for the receiver, to determine that the original frame was preempted. The FCS
for the last fragment is equal to the original checksum. Because of the size limitations, frames
shorter than 124 B cannot be preempted. Therefore, the worst case preemption latency equals
the transmission delay of a 123 B frame [35]. As soon as the time-critical frame(s) have been
transmitted, transmission of the interrupted frame is resumed.
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3 Related Work

In the following section, we introduce related research regarding the TSN standards and evaluation
of TSN-specific real-time capable features. We group them into four categories, first, research
providing a general overview and discussing the importance of TSN for various use-cases. Secondly,
research conducting evaluations of TSN-specific features, such as the TAS in simulated networks.
Thirdly, papers on the evaluation of these features on real world time-sensitive test networks. Lastly,
research on the scheduling problems for the TAS.

The papers [7, 23, 24] provide an overview of the key TSN standards and discuss essential features
of TSN that set it apart from AVB or best-effort services. Other papers, such as [30, 33], are
concerned with future use-cases for TSN and analyze the application of TSN in more specific
domains. Furthermore, Nsaibi et al. [26] research one possible transition from state-of-the-art
field bus networks to TSN. Specifically, they show the advantages of using new TSN features in
combination with the networking solution Sercos III. All mentioned papers uniformly consider TSN
to be of great importance for future networking.

There is a multitude of papers that evaluate TSN features, most importantly the TAS. To date, most
research is done using simulations; extending popular network simulators, e. g., OMNeT++, to
time-based TSN features. The papers [6, 21, 28, 35] extend such simulators with TSN capabilities.
Simon et al. [35] study the effects of TAS in combination with IEEE 802.1Qbu frame preemption
in an OMNeT++ simulation. They consider the TAS as necessary for truly deterministic guarantees
that can then be improved by using the TAS in combination with frame preemption. The authors
show the effects of frame preemption on latency and determinism, which we omit in this work.
However, they only illustrate the core effect of IEEE 802.1Qbu and TAS in an optimized scenario.
They do not model clock synchronization inaccuracies and assume switching delays to be constant.
However, we have found in our evaluation that exactly these variations are the difficulty in real
world TSN networks that can, when neglected, even cause negative side-effects. Jiang et al. [21]
simulate the TAS and conclude that it can guarantee low-latency high-priority traffic, even if best
effort traffic would completely saturate the link. While they include time-synchronization errors in
their simulation, they also do not include the second possible source of problems, the switching
delay jitter. Similar to these two papers, Pahlevan and Obermaisser [28] use OPNET to simulate the
TAS and analyze its delay characteristics. In their simulation, the TAS could significantly reduce
both the end-to-end latency and frame jitter of the high-priority traffic. The achieved low latency
and jitter were shown to be independent of best-effort load on the network. Moreover, they can
show that multiple high-priority streams are not affected by each other, as long as their transmission
windows are not overlapping. The authors omitted the transmission inaccuracies of the senders
and the switches which can negatively affect two streams that are in theory temporally isolated. To
fill this gap, our evaluations naturally contains all possible inaccuracies because it is based on real
world measurements. Thus, our evaluation takes into account all aforementioned inaccuracies.
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Jiang et al. [22] extend their previous work [21], further developing their simulation model and
comparing the results to an identical real world setup. We consider this to be the first public research
paper that compares simulations to a real world TSN setup. The authors tested a two-switch setup,
where four best effort senders and one TT traffic sender are connected to the first switch. That switch
is connected to the second, which in turn distributes the traffic to four best effort receivers along
with one receiver for TT traffic. For their real world evaluation, they used active in-line network
taps, capable of traffic capture and time stamping (ProfiShark 1G+). While their time stamping
resolution was high (8 ns [31]), they influenced the network behavior, to the extent of added frame
jitter caused by the network taps themselves. To prevent such effects, we use passive measurement
techniques, such as fiber optic network taps. Furthermore, their setup did not allow to fully saturate
the link with high best effort data rates, due to lower link speeds between best-effort talkers and the
TSN-aware switch.

To create the schedules required for the TAS, many scheduling algorithms were developed and
published. While the schedulers themselves are not strictly related to this work, the synthesized
schedules are. Currently, most schedulers ignore the physical circumstances of networking hardware.
They assume “perfect” networks, with jitter-free end stations and network devices, calculating
the schedules for such optimized scenarios, e. g., [4, 11, 12]. However, our evaluation shows that
this is not true, it is fair to assume almost any component to introduce jitter. Many of the papers
about scheduling algorithms evaluate their calculation runtime for the synthesis of the schedule, but
often disregard the implementability of the solution on non-optimal networks. Thus, determining
how existing schedulers must be adapted to provide schedulability on physical networks should be
addressed with the framework developed in this work.

Thus, the present work is considered to be the first that performs extensive high-precision testing on
real world TSN-capable networks. This setup naturally includes all possible inaccuracies of the
switches, senders and the time synchronization. To achieve our tests, we fill the current research gap
and develop a measurement framework that fulfills high-performance real-time requirements.
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4 Problem Statement

Many researchers working on real-time networking solutions, such as TSN, find themselves in
need of a testbed. Up until now, researchers mostly relied on simulations for their evaluations.
The primary reasons for this were the lack of available TSN-capable hardware and the missing
evaluation capabilities. Now, researches are no longer limited by the availability, with more such
hardware becoming available to the public. Rather, a framework that is capable of performing such
measurements in the real world is missing. With this thesis, we aim to develop a measurement
framework capable of performing measurements on TSN-aware networks. We first outline the
general problem aspects and derive requirements for our solution afterwards.

4.1 Problem Definition and Use-Cases

Making measurement in real-time networks is a challenge because these measurements require a
high time resolution and must be transparent to the system. In this thesis, we focus on a measurement
framework to diagnose TSN networks. For low-latency low-jitter requirements, e. g., in the industrial
automation domains, the two TSN features IEEE 802.1Qbv (TAS) and IEEE 802.1Qbu Frame
Preemption are most important. Many researchers have already simulated these two features, often
under optimized circumstances, proving their effectiveness in that regard. As a main purpose
of the framework and this work, we aim to verify the results of the simulators and highlight
possible difficulties that could arise in a non-optimal real world scenario. Therefore, we want
to be able to measure the effects of TSN-specific features on the communications in a network,
under different representative scenarios. Furthermore, we assume that highly specific network
configurations are very easily influenced by inaccuracies in the network. Thus, we intend to analyze
possible safe-guarding methods with which we can optimize the effectiveness of TSN features in a
non-optimal network.

With this in mind, we need to be able to analyze single devices in an isolated setup, using the gathered
information in more complex tests on larger networks. For example, we should to be able to measure
the device-specific latency of a single switch, to use this value in multi-hop switched networks.
With accurate knowledge over the network components, larger compound networks and their overall
behavior can be analyzed. We limit the scope of this work’s evaluation to that concerning the
TAS. This has two main reasons: First, the effects of frame preemption are mostly simulated in
combination with TAS because the TAS is considered to be more beneficial to low-latency and
low-jitter requirements. Frame preemption on the other hand is most commonly used in addition, to
further improve the performance. Secondly, hardware support for frame preemption, especially on
analysis NICs, is still very limited. Thus, the framework must be able to measure and visualize
the behavior of a switch with enabled TAS and compare that to the configured GCL. We must
be able to verify the network’s adherence to a set of constraints, using the framework as a means
of gathering data. With a multitude of different schedulers for the GCLs available, we want to
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be able to compare their performance in real world applications rather than in simulations. The
primary focus of this work is to highlight the possible difficulties that are commonly omitted in
scheduling algorithms. We leave an evaluation and comparison of schedulers with focus on the
implementability and required synchronization accuracy for future work.

4.2 Requirement Analysis

With this problem definition, we can derive three key features we want to address. First, the
device-specific evaluation, to analyze and understand single devices in a network. Secondly, the
analysis of one or more devices in a network, using the TAS for real-time network functionality.
Lastly, highlight the imperfections of a real world system in contrast to simulations, with the
problems that can arise from them. The primary functional requirements are therefore measuring
possible delays in a network.

Req. A.1 The framework must be able to measure propagation delays.

Req. A.2 The framework must be able to measure processing delays.

Req. A.3 The framework must be able to measure queuing delays.

Req. A.4 The framework must be able to show the effect of the TAS in a network.

To measure delays, we require time information about the traffic before and after the device or
network under test. Therefore, for such time-critical measurements, we require at least two features
of the framework: First, accurate and precise data capturing mechanisms, and second, a stimulus
emulating end host behavior. The framework-controlled transmitter is necessary to have specific
and time-accurate control over outgoing messages. To achieve meaningful measurements, we have
to rely on the transmitters to be accurate and behave in a deterministic way. The transmission points
must transparently emulate network behavior, with as little error as possible.

Req. B The framework must control transmitters, emulating end point behavior by injecting traffic
into the network.

Req. B.1 The injected traffic must be precisely time-triggered, with precision only limited by the
hardware and clock synchronization quality.

We limit the bandwidth requirements on the framework to 1 Gbit/s because most real-time networks
were operating on 100 Mbit/s, and are only now moving towards higher bandwidths, with 1 Gbit/s
currently being the upper limit of what is commonly deployed.

Req. B.2 The framework must be capable of generating full line rate stimuli, at least 1 Gbit/s.

Req. B.3 The framework must be capable of outputting stimuli on all hardware ports simultaneously,
without compromising the timing accuracy.
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The second core functionality of the framework is traffic capture. The receivers may not drop any
received frames and we have to rely on the accuracy of the capture time stamps.

Req. C The framework must be capable of capturing traffic over receiving hardware ports.

Req. C.1 The captured traffic must be time stamped with an accurate arrival time stamp.

Req. C.2 The framework must be capable of lossless capture at full line rate (at least 1 Gbit/s).

Req. C.3 Capture must be possible on all hardware ports simultaneously.

Req. D The measurements should be performed transparently and passively, to not influence the
network.

The framework should provide the stimulus and capture functionality independently of the physical
networking hardware. The software would be of little use if it only operated in combination
with specific network hardware vendors. With many hardware solutions available, we want the
framework to be able to handle this hardware to the full extent.

Req. E The framework must be modular and hardware-independent.

Req. F The number of possible transmitters and receivers must only be limited by the hardware,
not by the framework itself.

Capturing data is only the first step for the evaluation, the data needs to be aggregated to extract
information about the network state.

Req. G.1 Important frame data has to be aggregated and saved for further analysis.

Req. G.2 The aggregated data must be presented in an inter-operable format.

Req. H.1 The data must be processed to analyze the network functionality.

Req. H.2 The evaluation must be extensible.

The evaluation may be performed after the measurement, the framework does not need to support
on-the-fly evaluation.

Req. I The operational life cycle is limited to short-term measurements, rather than monitoring
purposes.

With focus on high accuracy measurements, we limit the functional environment of the framework.
This implies that we have a global view over the network under test. Furthermore, the networks can
be purpose-built for the measurement goal.

Req. J.1 The functional environment should be primarily small-scale test networks.

Req. J.2 The test network should be static, i. e., the topology does not change while measuring.

Req. K The framework is to be deployed on a single machine.

Req. L The framework should be easy to configure and use.
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5 System Model

For our research problems, we are concerned with test networks over which we have total control,
i. e., we ensure a static network topology and we have a global view on our test setups. Furthermore,
we can control the traffic flows in the network. For our evaluations, we need information about
the physical layout of the topology but we also need to consider the network’s behavior over time.
Thus, we define two models that describe these two aspects. We represent the physical layout
of the network with the topology model. This model builds the basis for the framework and the
measurements conducted therewith. With our second model, the delay model, we can describe the
timing behavior of the network traffic. It is the basis for our evaluations. The following section
defines the mathematical model for the topology information, along with a graphical representation.
After the topology model, we present our delay model.

5.1 Topology Model

Because TSN is a Layer 2 technology, we consider switched, multi-hop Layer 2 networks. Such
networks consist of stations and links connecting the stations. To model these networks, we use
directed graphs 𝐺 = (𝑉, 𝐸), where the set of vertices (𝑉) is the set of stations in the network,
the edges 𝐸 ⊆ 𝑉 × 𝑉 represent directional communication links between two stations. Thus, a
simplex link between two stations 𝑣1, 𝑣2 is described by the pair (𝑣1, 𝑣2). A full duplex link exists,
if (𝑣1, 𝑣2) ∈ 𝐸 and (𝑣2, 𝑣1) ∈ 𝐸 . On the hardware devices, we differentiate between ingress and
egress ports. An egress port either has no connection at all, or is connected to an ingress port. This
also holds in our mathematical model, the link (𝑥, 𝑦) represents an egress port on device 𝑥 and an
ingress port on the device 𝑦. To model the network taps in our mathematical representation, we use
a tapping function 𝑡 : 𝐸 ↦→ 𝑉 , with

𝑡 (𝑥, 𝑦) =
{
𝑚 if (𝑥, 𝑦) is tapped,
undefined else.

Where 𝑚 is the station that receives a copy of the traffic on (𝑥, 𝑦). Thus, connections are clearly
identifiable and the model represents the real world in a simplified way. Figure 5.1 shows the
elements of our graphical topology representation. The graphical representations consist of stations
that are interconnected with simplex or full-duplex links. These links terminate on ports, which
can be enumerated as a visual aid. Furthermore, we introduce a representation of network taps to
clearly visualize the monitoring connections inside the network. Based on this topology model, we
define our second model: the delay model. We use this model to describe the timing of a frame
through the network.
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Figure 5.1: Elements of the graphical topology model. Port numbers of stations can be omitted. The
network tap’s monitoring port A receives the outgoing traffic from from A; analogously
for B.

5.2 Mathematical Delay Model

For our evaluations, we have to consider the timing behavior of the network under test, e. g.,
Requirements A.1 to A.4. Therefore, we require a model with which we can represent the measured
data, and in a second step transform it to evaluate the network behavior. Therefore, we extend the
network delay model from Section 2.2. We define the Ingress or Egress Location Time of a frame
for each station 𝑥 ∈ 𝑉 . The ingress location time 𝑥.tloc,in(𝑖) for a station 𝑥 ∈ 𝑉 models the time, the
last bit of frame 𝑖 is received. Similarly, the egress location time 𝑥.tloc,out(𝑖) is the point in time
when 𝑥 transmits the last bit of frame 𝑖. Figure 5.2 visualizes the location time definition on a
small network. With these two functions, we can model the expected time of a frame at the ingress
or egress ports of any station in the network. According to our network delay model, we use the
location times as follows: Given two stations 𝑥, 𝑦 ∈ 𝑉 , and a link (𝑥, 𝑦) ∈ 𝐸 between the two, we
calculate the ingress location time based on the egress location time

(5.1) 𝑦.tloc,in(𝑖) = 𝑥.tloc,out(𝑖) + 𝑑pg(𝑥, 𝑦).

Where the mapping 𝑑pg maps a link to its propagation delay. Furthermore, we model the time
a frame 𝑖 spends inside a station 𝑥 with the transmission, processing and queuing delay of the
station

𝑥.tloc,out(𝑖) = 𝑥.tloc,in(𝑖) + (𝑥.𝑑pc(𝑖) + 𝑥.𝑑qu(𝑖) + 𝑥.𝑑tr(𝑖))(5.2)
= 𝑥.tloc,in(𝑖) + 𝑥.dres(𝑖).(5.3)

We define this delay in a station as the Residence Time 𝑥.dres(𝑖) at station 𝑥. With this value,
two very important evaluations are possible. First, we can measure a station’s processing delay
(Requirement A.2), if we know that no queuing is occurring. Secondly, we can measure the queuing
delay (Requirement A.3), given an approximation for the processing delay. The transmission delay
𝑥.𝑑tr(𝑖) models the idle time of station 𝑥, until processing of the frame 𝑖 can begin. It does not
necessarily model the time it takes to transmit the frame (i. e., serialization). Recall the forwarding
mechanisms of a station (cf. Subsection 2.2.1): A station supporting Cut-Through would have a
frame-size-independent 𝑥.𝑑tr(𝑖) although the time for serialization of the frame depends on the
frame size.
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Figure 5.2: Location times at different points in the topology and the relations between them.

With this mathematical delay model, we define frequently used metrics.

Definition 5.2.1 (Latency)
According to IEEE 802.1Q [15], the Latency is defined as the overall delay of a frame from one
station in the network to another. The relevant time stamps for both stations are taken at the same
reference point in the frame. In our case, this reference point is the end of the frame. Hence, we
calculate the latency between the stations 𝑥, 𝑦 ∈ 𝑉 as the delay between 𝑥 transmits the last bit to 𝑦
receives the last bit. In our traffic model that is

(𝑥 → 𝑦).dlat(𝑖) ..= 𝑦.tloc,in(𝑖) − 𝑥.tloc,out(𝑖).

This way, the delay of the two stations 𝑥 and 𝑦 is not part of the latency. To achieve good real-time
performance, a predictable latency, i. e., only small deviation for a given frame size, is required [20].
Therefore, we define the range in which the latency typically lies, as a performance measure for TT
networking.

Definition 5.2.2 (Frame Jitter)
The Frame Jitter is the difference between the minimum and maximum latencies of a transmission of
a frame

(𝑥 → 𝑦).𝛿lat
..= max

𝑖

((𝑥 → 𝑦).dlat(𝑖)
) − min

𝑖

((𝑥 → 𝑦).dlat(𝑖)
)
.

In TT communication such as TSN, it should be possible to reduce the frame jitter to the precision
of the used time synchronization protocol [23]. The frame jitter is closely related to the quality
of the synchronization protocol and is influenced by the clock jitter. To describe the TT traffic
behavior, we define two distance metrics, Figure 5.3 visualizes the next two definitions.

Definition 5.2.3 (Inter-Arrival Time)
The Inter-Arrival Time of a frame to its predecessor is calculated as the difference of the two ingress
location times.

𝑥.dia (𝑖) ..= 𝑥.tloc,in(𝑖) − 𝑥.tloc,in( 𝑗),

where frame 𝑗 is the frame that arrived before frame 𝑖. The inter-arrival time is not defined for the
first captured frame.
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Note that the inter-arrival time only describes the distance between the ends of the two frames. The
frame size does not necessarily influence the inter-arrival time. The next distance metric takes the
frame size into account and allows for a more intuitive traffic description in some cases.

Definition 5.2.4 (Frame Distance)
The Frame Distance is the link idle time between two frames that arrive at station 𝑥.

𝑥.dfd(𝑖) ..= 𝑥.dia (𝑖) − ℓ𝑖
link speed

.

If the frame distance is zero, the two frames were sent back-to-back. The inter-arrival time is then
equal to the frame’s serialization time.

dia (𝑖)
ℓ𝑖

linkspeed

dfd (𝑖) Time
. . .

frame 𝑗 frame 𝑖

Figure 5.3: The inter-arrival time, the frame distance and the relation between the two.
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On the basis of our requirements and our system model, we derive the architecture of our framework.
Therefore, we begin with the architectural analysis, using the requirements to highlight key features
and difficulties that have to be taken into consideration when developing the framework. We then
derive core philosophies and design guidelines that we use during the design phase. Next, we design
the architecture, starting with the general problem and the requirements on the framework, to our
final solution.

6.1 Architectural Analysis and Core Philosophies

We analyze the requirements for their high-level quality specifications. The core architecture design
is driven by these qualities. The requirements B, C and H.1 describe the core functionality aspects
of the framework, the transmission and capture along with the evaluation of the gathered data.
First of all, we separate the measurement from the evaluation. This has two main reasons: There
exists only one data flow between the two concerns, namely the flow of measurement data from
the receivers to the evaluating components (Requirement G.1). Other than that, no control or data
flow is required between the two. Furthermore, the operational life cycle of the framework allows
the separation. The framework is required to run for short-term measurements with after-the-fact
evaluation (Requirement I). This makes the separation even more compelling. With the two
components separated, we could even use completely different applications, allowing for easier
extensibility in the evaluation chains (Requirement H.2), without influencing or complicating the
measurement. Architecturally the most demanding is the combination of required flexibility and
the performance requirements for the measurement components. The requirements B.1 and C.1
describe the needed accuracy of the transmission and capture functionalities. This alone has
immediate effects on the architecture, it forces us to provide high-performance and highly optimized
implementations for the core functions. This is amplified by the requirements for high data rates
without compromise on accuracy and precision (Requirements B.2 and C.2). Furthermore, we are
required to modularize the main components, such that many instances can run simultaneously,
without interference (Requirements B.3, C.3 and F). Fulfilling these performance requirements,
while at the same time providing a high level of flexibility, e. g., in the underlying hardware
(Requirement E), is difficult and requires careful planning.

We developed three quality-driven philosophies for the design phase. These philosophies have their
basis in the required performance, extensibility and maintainability. First, we design the architecture
with a high level of modularity and flexibility in mind. Secondly, a high abstraction level between
the components allows optimizing the internals of each module, while still providing high flexibility
and extensibility. Finally, we separate between problems and design specific problem-solving
components.
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6.2 Architecture Synthesis

The general workflow of a measurement comprises three main tasks: First, we configure the test
setup and our measurement equipment for the task. Secondly, we execute the measurement and
gather raw data. In a final step, we evaluate the raw data and compare the processed results to our
expectations. In our case, we want to measure delays in real-time networks such as TSN. Recall
our problem statement (cf. Chapter 4), where we highlighted the key problems of such highly
time-critical measurements. For our measurements, we require information about the traffic at
multiple locations in the network. For the measurement purposes, we use traffic analysis NICs,
capable of accurately time stamping the incoming traffic. Using these cards, we must capture the
traffic, extracting and storing important information. Furthermore, we must stimulate the network
under test, emulating end-point behavior. This way, we can experiment with different traffic load
scenarios or analyze the network behavior on specifically timed messages.

In the following sections, we take a closer look at our framework components, specifically, how
the modularity aspects were considered in the architecture. We begin with an overview of the
hardware and software components involved in our real-time measurement testbed: First of all, we
have the network under test itself. We can model its topology with a graph data structure, recall our
system model (cf. Chapter 5). In this topology, there are among others, the end-station ports that
should later on be executing the framework-controlled measurement. The measurement process
then comprises the execution of stimulating and capturing functions on the hardware ports of our
analysis NICs (Requirements C and B). These NICs are installed in the host machine that runs
the framework (Requirement K). The NIC vendors supply an application programming interface
(API) with which we gain access to the hardware and the transmission and capture capabilities
of every hardware port. An API represents a Hardware Abstraction Layer (HAL) but it is still
hardware-dependent because it is commonly vendor-specific.

However, we can not limit the hardware support of our framework. For our purposes because we
want to achieve hardware-independence in the framework control structures (Requirement E), we
require a more abstract interface to the hardware functions. With such an abstraction interface, we
can implement higher-level measurement processes independently of the underlying hardware. This
separates two different types of control: First, there is the Hardware Control that we have to implement
specifically for every hardware solution. This is e. g., responsible for hardware initialization.
Secondly, there is the Framework Control, responsible for the overarching measurement process.
But these measurement processes are more complex than just the transmit or receive operations.
For example, we have to think about the traffic generation or data output functionalities as well.
Furthermore, our measurement process includes a pre-measurement protocol that validates the test
setup and the configuration. Therefore, it is only reasonable to strictly separate the framework control
structures from network hardware-dependent implementations. Hence, we require an abstraction
layer, generalizing hardware-specific API instructions, i. e., the Hardware Control functions, so that
Framework Control functions can use them independently of the underlying hardware.

To achieve this control separation, we introduce a layer model to categorize the framework
components. Figure 6.1 shows the layers of the framework and their main goals. We begin with
the hardware layer, representing the hardware itself. Next, the HAL, i. e., the vendor-specific API,
provides access to the hardware functions. The framework’s first layer is the Abstraction Layer,
it is situated above the HAL and contains all functionality that is used for hardware control.
The abstraction layer ensures interchangeability and flexibility in the measurement hardware by
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implementing low-level API interactions (Requirement E). Above that, we use the Control Layer,
implementing the framework control functionality. With these layers, we separate not only the
two control structures but achieve modularity in the underlying hardware as well, supporting
Requirement E. Above the control layer, we introduce the Presentation Layer, responsible
for the data output during a measurement. The presentation layer aggregates all measurement
data (Requirement G.1) and pre-processes it into a format applicable for further processing
(Requirement G.2). Finally, the Evaluation Components process the previously gathered data
(Requirement H.1).

Hardware

API
Hardware Abstraction

Hardware Independence
Hardware Control

Measurement Execution
Framework Control

Formatting
Data Aggregation

Data Processing

Framework Contributions

HAL
Hardware

Abstraction

Control

Presentation

Evaluation

Figure 6.1: We split the framework functionality into four layers that are situated above the HALs of
the vendor-specific hardware. Shown are the layers with their main goals and purposes.

Figure 6.2 shows the components we introduce in the following paragraphs. We start with the
network representation of our test setup. The topology data structure models the stations in the
network along with the links between these stations. The topology itself is not intended for any kind
of measurement control, but is only there to hold the network layout, so that other components can
use it. This way, we adhere to a strict separation between the controlling logic (i. e., the components
of the control layer) and the common data structures. Internally, each end-station port and network
device in the physical topology corresponds to a node in the framework’s topology data structure.
We extend the representation of each node in the topology with framework control structures.
Hence, the following components are situated in the Control Layer: Every node in the topology has
a Type. Furthermore, every type can fulfill several Roles. The types control the roles and the roles
implement the framework-controlled functionality aspects of the measurement. Moreover, the type
components extend the topology, to strictly separate control logic from the topology data structure,
improving maintainability and re-usability. The two most important possibilities for roles are the
transmission and reception tasks for the measurement (Requirements B and C). We implement the
TX_role for the transmission side of the measurement procedure (traffic selection, frame creation,
etc.). The RX_role implements the capture counterpart. The roles and the types implement the main
framework control functions, require hardware control access. For this hardware access, we add
API-specific subclasses in the Abstraction Layer. These subclasses correspond to one API, therefore
we group one set of API-specific type and role implementations into a Hardware Abstraction Module.
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Thus, adding support for new hardware solutions requires the implementation of the corresponding
hardware abstraction module. Inside the module, we implement three components for each hardware
solution, providing generic interfaces to upper layers. We begin with the API-Specific Type as
a type subclass. We use it for the API initialization and overall hardware configuration tasks.
Subclasses of a type implement hardware-specific initialization tasks and provide access to hardware
information, e. g., the port’s MAC address. These basic setup tasks are independent of a type’s role
in the measurement process, therefore they are separated from the roles. The API-Specific TX is a
subclass of the TX_role, it uses the already opened API connection and configures the hardware for
transmission tasks. It implements a generic transmission interface that the TX_role uses. Similarly
for the API-Specific RX, this component configures the hardware for capture functionalities and
provides a generic frame-level capture interface. Thus, each API-specific role implementation only
needs to provide a generic transmission or capture interface required by their superclass (recall our
high-abstraction level philosophy). With this feature, the framework can accommodate different
low-level hardware-specific implementations. Thus, the types and roles together represent the
extendability and flexibility required by Requirement E.

API

API-specific TX API-specific RXAPI-specific type

initializes, configures

Hardware Abstraction Module

Abstraction
HAL

Control
Instructions Data

Figure 6.2: The Hardware Abstraction Module comprising the API-specific type and role imple-
mentations. They act on instructions from the control layer and provide access to
information and network data.

To achieve high bandwidth transmission or capture capabilities (Requirements B.2, C.2), even on
multiple ports simultaneously (Requirements B.3, C.3), we must modularize these functions for
every hardware port. We must be able to support all possible hardware transmission or capture
configurations, in the worst case transmitting and receiving on all hardware ports simultaneously
(Requirement F). It would therefore be optimal to run the tasks for each hardware port in a separate
thread, to optimally utilize the available processing cores of the host computer. This way, the
number of parallel running tasks of the framework is not limited by the framework itself, but only
the hardware it runs on. Thus, we group all framework components that involved in the transmission
task during the measurement into a Transmission Group for each hardware port. Similarly, we group
all components concerned with the capturing measurement tasks into the Capture Group for each
port. We assign one worker thread to each group. Thus, each framework task runs independently of
other tasks. To achieve multi-threading in an elegant way, we include the superclass role, of which
TX_role and RX_role are subclasses. The role superclass provides the multi-threading support for
both roles at the same time, again minimizing code duplication. Moreover, the role class represents
a Start/Stop interface to the type. It allows the type instance to start and stop all its roles, without
any knowledge over the implemented functionality. Furthermore, this simplifies the integration of
new roles, if they are required in the future, improving the framework’s maintainability.
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6.2.1 Configuration manager (CM)

Every measurement starts with the configuration of the testbed and the measurement equipment.
In the case of our measurement framework, we pass most of the configuration tasks on the the
framework, and only supply the configuration parameters for the setup specification. For the
configuration of a measurement, the user wants to have a user-friendly and reproducible way of
configuring the framework (Requirement L), hence we need a powerful interface between the user
and the framework. We introduce the configuration manager (CM) as a configuration interpreter
that provides the setup information to all framework components. The CM represents the main
interaction point between the user and the framework, increasing ease-of-use. As input, we use a
human-readable configuration file. We chose a configuration file over e. g., a pure command line
interface, to allow for easy reproduction of measurements. Furthermore, this allows to store the
setup instructions along with the resulting measurement data. This inherently documents the output,
reducing the possibility of undocumented measurement results. The input configuration contains
at least three pieces of information: First, it should contain the topology of the physical setup (cf.
Chapter 5), including the locations of transmitters and capture points. Secondly it must contain the
setup parameters for the underlying hardware (e. g., the port numbers on the adapter). Thirdly, it
must specify the traffic, i. e., the stimuli, the senders should produce (Requirement B). Lastly, the
framework outputs the measurement data, hence we require an output format and a storage location
for this resulting raw data (Requirement G.1). The CM is now responsible for the interpretation
of the input configuration, and setup of the framework components. Generally, the CM creates
elements of the abstraction, control and presentation layers and interacts with the control layer. The
control layer then gives instructions to the underlying abstraction layer. In the setup phase, the
CM first initializes the internal topology data structure. The user specifies the required hardware
abstraction module for each station. Hence, in a second step, the CM instantiates a type instance
for every station, using this information. Furthermore, it selects the correct abstraction layer, in
the form of a hardware abstraction module underneath. The type then performs the hardware
initialization in a second step, using the setup instructions provided by the CM. The type instances
open API connections, which enables general hardware access for the port, e. g., we can retrieve the
MAC address from the hardware. The configuration furthermore specifies, whether the station is
a transmitter or a receiver, i. e., the configuration specifies the roles of each station. The running
type instance for every port receives the role information from the CM and starts all roles, with
the correct hardware abstraction modules underneath. The type instances delegate all role-specific
setup tasks to these role instances and ultimately to the hardware abstraction module. Types that are
configured as senders start a TX_role, to enable the transmission capabilities on the corresponding
port. Analogously, the receiving types start their TX_role which enables the capturing hardware
capabilities. The hardware abstraction module components then wait for further instructions from
the control layer. The configuration file also contains information on the stimuli each sender should
produce during the measurement phase. Thus, the CM extracts this traffic information and provides
it to the transmission role. This concludes the general setup phase and the active lifetime of the
CM. Next, we look specifically at the transmission and capture control logic of the measurement.
After that, we present the data aggregation functionality in the form of output managers. Finally, we
outline the architectural decisions for the evaluations.
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6.2.2 Transmission Capabilities

Measurements in real-time networks require highly accurate TT stimuli. These stimuli allow for
an analysis of the network’s behavior over time. For example, for measurement concerning the
TAS, we must be able to inject these stimuli precisely aligned with the gate operations of the
TAS (Requirement A.4). Thus, the traffic injection task of the framework plays an important
role and we must meet several requirements to achieve meaningful measurements. Mainly, these
requirements are of a performance-oriented nature, we must ensure that we create the TT traffic
frames early enough, so that the NIC is able to transmit them on time (Requirement B.1). Moreover,
the framework must fulfill this, even at high data rates (Requirement B.2) and on all hardware
ports at the same time (Requirement B.3). The supported hardware ports must not be vendor-
specific (Requirement E). Thus, we find ourselves with multiple problems, we have to solve.
Specifically, these are the TT transmission of frames, the performance requirements on this task
and hardware-independence we must achieve at the same time. In the previous section, we have
already discussed the way our architecture inherently supports hardware-independence. Figure 6.3
shows the relations we describe in this section for one transmitting port of a NIC. The previously
mentioned Transmission Group is the collection of all framework components contributing to the
traffic injection (Requirement B). The API-specific TX implementation is a part of a hardware
abstraction module and uses the API, thus is able to transmit frames on a specific hardware solution.
Furthermore, the API-specific TX provides a generic transmission interface we can use in more
abstract components. Most importantly, the TX_role uses the API-specific TX implementation to
transmit frames as part of the measurement procedure. Hence, we separate the overall measurement
procedure from the transmission capabilities. This separation allows for hardware-independent
measurement execution, fulfilling Requirement E. Furthermore because we have one transmission
group for every transmitting hardware port, we achieve independence between multiple ports.
Therefore, we meet the multi-port requirements Requirement B.3, if we fulfill the performance
requirements for the TT data rate on a single port.

Because of this, we focus on the fulfillment of Requirement B.2 in the following paragraphs.
Because a NIC typically requires all frames to be enqueued in order of transmission, we must
determine the absolute order of frames of each port ahead of time. Moreover, we have to determine
this order quickly and efficiently to provide the required high data rates. As a quick overview, we
have to select and prepare the next frame for transmission all in the time the NIC transmits the
last one. In the worst-case scenario, the last frame was of minimum size, leaving us only just over
670 ns (at 1 Gbit/s) to prepare the next frame for the NIC. Thus, we require a fast transmission
selection and frame creation method, to achieve the required high stimulus data rates.

Generally, there were two possible solution approaches. First, for each transmitter, we could fill a
queue with frames that are ready for transmission and in order of transmission. This has two main
advantages, first, we have no time constraints on determining the order of the frames and the frame
creation process, as it would be done before the measurement starts. Secondly, the transmission
preparation of a frame during the measurement can not be done any faster, as it is only a copy
operation from the queue to the NIC. The disadvantage of this approach is the high memory pressure
of the queues, especially for longer measurements. However, this contradicts the Requirements
B.3 and F, as a large number of senders can very quickly use up the available memory on the host
machine.
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For this reason, we opted for the second possible solution approach. This comprises transmission
selection and frame creation in an on-demand solution during the measurement process. This
requires two things: First, a model for the stimuli, with which we can describe the traffic in the
configuration. Secondly, a method that uses this description to determine the correct frame order
during the measurement. By separating the traffic description from the transmission selection
methods, we achieve a clear separation between the data structures and the controlling methods,
simplifying the larger problem. We solve the traffic description with a data structure, specific to
this purpose. We define Streams that represent a communication direction from one sender to
at least one receiver. In the configuration, we assign a periodically scheduled time slot to each
stream. Inside this time slot, the stream’s messages can be sent. Thus, the CM creates a set of
streams for each transmitting end-station port, based on the given configuration. This, along with
the previously discussed tasks concludes the CM’s setup for transmitting stations. During the
measurement the TX_role, as the main transmission controller then needs the second component,
the transmission selection. Here, we must optimize the selection methods, to fulfill our performance
requirements. Due to these requirements, we separate the transmission selection methods from
the overall measurement control logic in the TX_role. Therefore, we introduce a new class, the
Scheduler, implementing an earliest transmit time first (ETF) selection algorithm. The TX_role can
use this scheduler to determine the next frame to send. Thus, in the TX_role, we can concentrate
on the overall measurement execution and can ignore details such as the transmission selection
algorithm. This separates the two control mechanisms and allows for better maintainability and
optimization.

TX_rolescheduler
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Control
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Figure 6.3: The components of the transmission group.
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6.2.3 Traffic Capture

For our measurements, we require information about the traffic in the network. Specifically,
we are interested in the time the frames arrive at a station in the network. Therefore, we use
capturing end-stations throughout the network, time stamping and storing the incoming traffic.
With the gathered data, we can evaluate the network behavior in a next step. For these capturing
capabilities, we must support full line rate capture (Requirement C.2) on theoretically all hardware
ports simultaneously (Requirement C.3). We have to aggregate the data (Requirement G.1) and
output it in a format applicable for the evaluation (Requirement G.2).

Figure 6.4 shows the relations we describe in this section for one hardware port. Similar to the
transmitting side of the measurement, we use a Capture Group for every capturing hardware
port of our NICs. Because we design these capture groups to act independently, i. e., the capture
functionality of every port runs on its own, we fulfill Requirement C.3. The capture group contains
three main components: The first is our hardware abstraction component (API-specific RX) that
provides hardware-independent frame capturing capabilities. Second, and similar to the transmission
side, we use a RX_role, responsible for the the overarching execution of the measurement process.
In the case of the RX_role this comprises administration of the measurement start or end, while
providing the capture and store loop during the measurement. To store the frame data, the RX_role

uses the presentation layer. We deliberately move the data aggregation and storage tasks outside of
the RX_role, to reduce the complexity. To store the captured frames to an output format usable by
the evaluation components, the RX_role uses an output manager (OM) (Requirement G.1). Thus, the
fulfillment of our performance requirements (C.2) hinges on the performance of the OM. To reduce
the load on the OM and the final storage impact, we perform data filtering in the RX_role where
possible. This way, unnecessary data can be discarded quickly, reducing the required disk space
and I/O bandwidth. Not the entire frame data should be stored to the output, but only data relevant
to the measurement. While it is, of course, possible to store the entire frame in small measurements,
it quickly becomes less feasible, when measuring over longer periods of time or when writing to a
slow medium. Moreover, to prevent frame drop on the receiver side, even when writing to a slow
output format, a fast OM is to be implemented that ensures it is always capable of receiving data.
The architectural details of the OM are discussed in the next section.

6.2.4 Data Aggregation

For the overall evaluation of the network behavior, our previously measured time stamps and other
frame data must be aggregated and stored. The data we gather originates from a capturing end
point, i. e., a capture role. The capture roles use the hardware to time stamp the incoming traffic
and, as previously discussed, move the frame data to the presentation layer, specifically the OM.
Thus, the OM fulfills the aggregation purposes (Requirement G.1). However, we must consider
two requirements for this data aggregation process: First, the data output process must support
high data rates (Requirement C.2), but at the same time, we must support an inter-operable, or in
the best case, an interchangeable data output format (Requirement G.2). Figure 6.5 visualizes the
relations between the components of our solution. We once again simplify the problem by solving
one problem at a time, creating two collaborating components: The first is the OM as interface to
the capture group. It must fulfill the high data rate requirements. To achieve this, we implement
a data buffer in the OM, allowing for high data rate storage, independent of the output format. It
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allows buffering larger chunks of data to memory that can then be moved to persistent storage in
batches or after the measurement. This increases the framework’s memory footprint and, in the
event of a system failure, could result in loss of data. However, the risk of losing data on a system
crash is far less severe, compared to the possibility of regular frame drops on the receiving NIC
due to an overflowing receive buffer. To mitigate the increased memory pressure of this buffering,
the write interval (i. e., the batch size to write to persistent storage) is customizable. This way,
depending on the medium write speed, the batch size can be adjusted for smaller memory impact
on faster mediums, while slower ones can benefit from a larger memory buffer. Thus, we ensure
that the OM can always take data away from the capturing components, even if we are writing to an
extremely slow medium or format. Thus, we fulfill Requirement C.2. The second component is the
Format Writer, responsible for writing the buffered data into a format that is usable by the evaluation.
Furthermore, we want the format writer to be interchangeable, allowing for different output formats.
Because of this interchangeability, we ensure flexibility in the output format (Requirement G.2). In
the next section, we give an overview of the evaluation components. They use this formatted data
and process it into meaningful outputs.
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Figure 6.4: The components of the capture group.
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Figure 6.5: The output components. They receive data from the underlying control layer and
ultimately output formatted data for the evaluation.
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6.2.5 Evaluation Functions

The goal of every measurement is the analysis of the network behavior in comparison to a hypothesis.
For such comparisons, we must process and visualize the raw data into a form, understandable and
meaningful to the user (Requirement H.1). This is the final step in the framework workflow. We
already know how the data is gathered, filtered and finally stored. Therefore, we now create an
environment, in which the analysis of this raw data is as simple as possible. This implies the import
of data, the pre-processing and finally the visualization process. We are mainly concerned about
the evaluation to be extensible and customizable by the user of the framework (Requirement H.2).
Because the measurement goal may change frequently, the evaluation must be very flexible and
should allow for user-defined evaluation pipelines. The most important step for this flexibility is the
strict separation between measurement and evaluation. The measurement components are used for
the actual measurement and data acquisition purposes, whereas the evaluation components come into
effect after the measurement is finished, processing the gathered raw data. This enables separation
of concerns and allows for a better extensibility in the evaluations. We achieve highly flexible
evaluation chains because we limit the interaction point between measurement and evaluation to
the required data flow only. Thus, we provide general data acquisition methods that import the
measurement’s gathered data. More specifically, we develop a CapturePoint data interface that
presents the data in a preprocessed form, grouped by the position in the topology, at which is was
acquired. To fulfill that, we build an interface to the output format of the measurement data. In
the following chapter, we present implementation challenges we had to solve and details about the
solutions implemented in the framework.
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In the scope of this chapter, we will present some of the design decisions we took to meet our
requirements. We will in most cases only highlight the used concepts and ideas and will not go into
such detail to show language-specific implementation details. For information even more detailed
than presented here, we refer to the codebase of the framework. For the implementation, we chose
C++ for the configuration and measurement components. C++ was mainly chosen for the structuring
and object oriented programming capabilities, while still providing very high performance thanks
to highly optimized compilers. Because we saw a great benefit in object orientation, we chose
C++ over C, even though C could theoretically have resulted in a framework capable of higher
performance. Thanks to object orientation though, we achieved a more flexible, extensible and
maintainable framework. The evaluations are implemented in Python, with SQLite3 databases
holding the captured data.

In the following sections, we will first introduce the common data structures, used throughout the
framework. After that, we follow the data and control flow in the framework, first discussing the
measurement initialization. Secondly, we present the implementation details in the measurement
mechanics. Finally, we discuss the details of the data output and processing mechanisms. The
data processing mechanisms also hold more specific information about the data acquisition and
evaluation methods we use later on in the evaluation chapter.

7.1 Data Structures

The following three sections describe the data structures we use throughout the implementation. We
show the internal topology representation, the contents of transmitted frames and a data structure
for scheduled communications in the form of streams.

7.1.1 Topology Representation

The framework holds the relevant topology information in a data structure, for later reference.
This data structure is very similar to any directed graph implementation and our system model
(cf. Chapter 5). We model stations, each with their own MAC address and a station delay. On
initialization, the type instances read the MAC address from the hardware and write it to the topology
data structure. Our transmitters then use this information to write the destination MAC addresses
into the transmitted frames. We use the station delay as an approximation of the station’s processing
delay, for an overall latency estimation in the setup phase of the measurement. Furthermore, each
station stores a bit mask, indicating functionality of this station. With this we can e. g., mark
switches and network taps appropriately. We store links between two stations as pairs of the two
station pointers, together with their linkParams_t that holds the link speed and propagation delay
information.
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7.1.2 Contents of a Measurement Frame

The framework needs to transport several pieces of information with each transmitted frame. For
example, the framework has to be able to unambiguously differentiate between two captured frames,
thus requires a sequence number in the frame payload. Because we use time stamp injection, we
require a field in the frame for this data. To transport all the required information bundled together
with the frame header itself, the framework uses a custom frame layout that extends the Layer 2
header (cf. Figure 7.1). The physical and data link layers, i. e., the Layers 1 and 2 are unchanged by
this.
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Figure 7.1: The measurement framework prepends the Layer 2 payload with a measurement header,
containing information about the transmit timing along with a sequence number and a
payload length tag.

First, a measurement frame always contains the data fields of the Q-tag. The Q-tagging functionality
can be disabled by overriding the TPID, thus making the frame appear untagged. We require the
Q-tag’s PCP field, for measurements on the TAS (Requirement A.4). After the Q-tag, a payload
length field is included. We use this, to transport the desired payload length of the transmitted frame.
After that, a 4 B measurement identifier, which is constant to one measurement is situated. We use
this identifier, to quickly differentiate between cross-traffic and traffic injected by the framework
itself. After this, the timing information follows. We use transmit time stamp injection to have
information about the transmission time of a frame, which is required for delay measurements
(Requirements A.1 to A.4). Hence, the first 8 B unsigned integer field is the place where the senders
inject the transmit time stamp. Some NICs (for example older Napatech cards) are only capable of
injecting a time stamp at a frame offset that is a multiple of 8. For this reason, the place for the
injected time stamp was chosen here, at offset 24 from the start of the frame. It was not strictly
necessary for the transmitting card used later on, but seeing as it might avoid refactoring work for
other network cards, the data fields were positioned with this restriction in mind. The next 8 B field
is used for the calculated time stamp. This value is the internally calculated transmit time for this
frame. Thus, the value corresponds to the expected transmit time of the frame, and can be compared
to the injected time stamp. This way we can verify the sender’s transmission behavior relative to its
own clock, giving a first indication about the transmission accuracy (Requirement B.1). We use this
for example in our framework evaluation in Section 8.2. Last in the measurement header is the
frame’s sequence number. We use this as identification of the frames in our measurements. After
this, the regular layer 2 payload follows. Due to the length of the mentioned fields though, the
possible payload length is reduced to between 12 B and 1,448 B. All fields along with the layer 2
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header and a Q-tag are represented in the measurehdr structure, used throughout the framework
implementation. The header also defines useful macros for the interaction with the contents of
the measurehdr. For example, when using these macros, the network and host byte orders are
automatically taken care of.

7.1.3 Stream Data Structure

The measurement frames we inject into the network are always part of a stream. Each stream
represents periodic traffic from one sender to a set of receiver addresses. For this, each stream is
assigned a Transmission Slot, in which all frames must be sent. We configure the transmission
slots with three variables, slotPeriod, slotLength and slotOffset (cf. Figure 7.2). The slotPeriod

(𝑡p) determines the distance between the start times of two slots. The slotLength (𝑡ℓ) describes
the length of the slot, i. e., the duration in which the stream may schedule frames. Lastly, the
slotOffset (𝑡Δ) describes the phase of the stream’s cycle, as an offset from zero. We can calculate
the transmission time of the first frame in slot number 𝑖 ∈ N0 as

𝑡𝑖,0 = 𝑡Δ + 𝑖 · 𝑡p.

The transmission times of frames other than the first depend on the stream’s transmission mode. In
Regular Transmission Mode, we spread the frames out over the transmission slot. So for 𝑁 frames
in the slot, we calculate the scheduled transmission time of frame 𝑗 in slot 𝑖 as

𝑡𝑖, 𝑗 = 𝑡𝑖,0 + 𝑗 · 𝑡ℓ
𝑁

= 𝑡Δ + 𝑖 · 𝑡p + 𝑗 · 𝑡ℓ
𝑁

, 𝑖, 𝑗 ∈ N0.

Otherwise, in Packed Transmission Mode, we schedule the frames back-to-back inside the slot.

stream

– slotPeriod 𝑡p
– slotLength 𝑡ℓ
– slotOffset 𝑡Δ R0

𝑡ℓ

𝑡p

Time
. . .

0 𝑡0,0 = 𝑡Δ 𝑡1,0

R0 R1

𝑡0,1

Figure 7.2: Given a transmission slot defined by the three parameters slotPeriod, slotLength and
slotOffset, a stream can independently calculate transmission times for each receiver.

Transmission outside of the slot boundaries is not allowed. Therefore, the user should ensure that
the slot is large enough to hold all possible frames without talking over other slots. To give the user
feedback about the slot boundaries, we include a simple check for possible slot size violations. The
stream implementation assumes the maximum possible size for each frame in the slot and checks
whether all frames can be transmitted inside the configured slot length. If a possible error is found,
a warning is raised to the console output, however the measurement execution stays unchanged.
The frame size can be randomly generated, given a payload size range in the configuration. We
can even configure a step size for the payload sizes, allowing, e. g., for multiples of 8 B in frame
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size. Note that the payload size does not include the measurehdr length of 48 B. Due to the frame
size limitations of Ethernet, the effective payload sizes are restricted to between 12 and 1,448 B.
Values between 0 and 12 are allowed, but do not result in smaller frames. If the range (12, 20) with
step size 8 is given, the framework would transmit two different frame sizes, both with the same
probability of 1

2 (64 B and 72 B).

7.2 Measurement Initialization

This section describes the components employed during the initialization phase of the framework.
We first discuss the technicalities of the modularization efforts we implemented in the framework.
After that, we further elaborate on the algorithmic specifics of our pre-measurement Link Discovery
Protocol (LDP). Lastly, we detail difficulties in developement of the the Napatech hardware
abstraction module we used for our measurement network cards.

7.2.1 Configuration Setup Hooks

As we have discussed, we use a CM as main interface between the user and the framework. The
user supplies a configuration file, which the CM reads and interprets. Using the given configuration,
it initializes the components required for the measurement. The details of the configuration file
syntax and structure are shown in Appendix A. Moreover, the topology initialization or the stream
information import is just a matter of translating the input file to a data structure and are therefore
not discussed in detail. We concentrate on the setup of the types along with their roles in this
section.

The user supplies information about the hardware abstraction modules for each station. We associate
each hardware abstraction module (i. e., a child of type with its roles) with an identifier in the
configuration file. If the user defines a station with a known identifier, the corresponding Setup
Hook is started. A setup hook realizes a constructor call to a type instance that furthermore
extracts all necessary arguments from the configuration. Hence, we support custom constructor
calls that can be satisfied with argument lists in the configuration file. Thus, the configuration
file is inherently modular. To satisfy hardware independence (Requirement E), a user needs to
provide the module and setup hook, and can then directly use the configuration file for control. This
way, no separate configuration method is required, even if the framework is extended with custom
modules, providing easy configuration and usability (Requirement L). With the topology initialized
and all modules running, the CM reads the stream information. This configures the transmission
behavior of the senders and instructs the receivers to prepare for capture. This preparation results in
a pre-measurement protocol, which we discuss in the next section.

7.2.2 Link Discovery Protocol (LDP)

For the measurement purposes of the framework, the transmission and capture roles run a protocol,
prior to starting the measurement loops. The protocol has two main purposes. First, it gives a sanity
check to the user and confirms that the physical topology corresponds to the intended configuration
of the current measurement. It thus helps with ease-of-use of the framework (Requirement L).
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This allows for quick error discovery, in the case that e. g., a cable is plugged in the wrong port.
The second purpose of Link Discovery Protocol (LDP) is that it allows the listeners to prepare
for incoming traffic. It is sometimes extended for transmitter calibration as well (we use the LDP
frames as transmit timing calibration for our transmit NICs, cf. Subsection 7.2.3). Moreover, we
can use LDP to propagate specific pieces of information of the stream, for example the number of
frames to expect.

With the topology and all transmit and capture points initialized, the role controllers start the LDP.
For each stimulus, LDP uses the topology information to calculate all listeners i. e., the actual
receivers and other monitoring stations that are tapped into the signal path. The groundwork for
LDP is done by the CM, which uses the topology information to calculate the expected streams
for each receiving station. The algorithm used for this purpose is executed once for each stream
and functions in two parts. First, the forward pass, calculates the shortest paths from the sender of
the stream to every other station, using the Bellman Ford algorithm with the expected delay as a
metric. The expected delay is calculated with the propagation delay of each link and the processing
delay of each network station, if specified in the configuration. This way, the expected latency of
the path from sender to receiver is already known at this stage, disregarding any queuing or traffic
shaping in the switches. Secondly, the Previous Hop for each station is stored. This is always
the next station on the path from receiver to the sender. This way, a spanning tree is calculated
alongside the shortest paths. In the second phase of the algorithm, we traverse this tree from the
receivers (a subset of the leaves) to the sender (the root) and mark all nodes as Path Relevant if they
are seen on the way. Thus, all stations that are not relevant to the transmission of this stream stay
unmarked. Using these markings, we iterate the set of links again and find all taps that are path
relevant. If the tap has a monitor attached in the correct direction, the monitoring station becomes
path relevant itself and is thus a listener for the traffic of this stream. All listening stations (i. e.,
path relevant stations that are receivers as well) will have this stream added to their list of expected
streams. This concludes the preparation phase. Afterwards the transmitters send one message
for each sender-receiver pair of every stream they know. These frames contain the regular header
information and all time stamps. The frame is always of minimum size (64 B). The value in the
sequence number field indicates the total number of frames to expect in exactly this sender-receiver
configuration. Hence, the receiver can store this information and use the list of expected streams for
the running topology configuration as comparison. Marking off the seen streams and remembering
streams that are not in the expected list allows the user to quickly know if something is not working
as intended and either the configuration is not correct or the actual network topology is wrong.
Warnings are raised if either an unexpected stream is captured or a stream was expected, but no
frame arrived.

The measurement procedure begins after LDP is finished. The user can specify a cycle length in the
configuration. This cycle length of the configuration can for example be used to synchronize the
transmitter to the GCL timing of a connected switch. If this length is configured, our framework
will ensure that the measurement starts with a new cycle. Hence, we can align our transmission
cycles to other devices in the network, for example for TAS evaluation (Requirement A.4).
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7.2.3 Napatech Hardware Abstraction Module

As we have seen in the architecture description, each station is of some type, these types can then
take several roles in the topology. For each hardware solution, we require specific type and role
implementations. The set of hardware-specific type and role implementations ist grouped as the
hardware abstraction module. The CM then selects, configures and initializes the components of
the hardware abstraction module. During the course of this thesis we implemented a hardware
abstraction module for the Napatech hardware we used. We present the implementation details of
that module in this section. Figure 7.3 displays the hardware abstraction module in a class diagram
with the relations to the control layer.

1 *
type role

TX_role RX_role

NT_TX_role NT_RX_roleNT_type

Control
Abstraction

Napatech Hardware Abstraction Module

Figure 7.3: A class diagram describing the relations between the control layer and the abstraction
layer, specifically the Napatech hardware abstraction module.

We used two different Napatech NICs as main transmission and capture cards in our measurements.
For these cards, we implemented the NT_type and both the transmission and reception roles
NT_TX_role and NT_RX_role using the Napatech API. Both of our NICs use the same API and are
theoretically both capable of transmit and capture. However, due to their hardware differences
they do not support all functionalities to the same degree. For example, the first adapter does
not support hardware transmit time stamp injection, but has a higher time stamp resolution while
capturing frames. Both cards use FPGAs in their architecture, for transmission and capture. Thus,
by changing the FPGA image, the available feature set for in-hardware functions can be adjusted (of
course, only with limitations). We chose to use the hardware time stamp injection feature on the
second NIC, to have the transmit time information for all frames originating from ports on this NIC.
Therefore, to know the transmission time of a frame, we did not require another capturing port as
monitor of the sender. However, this decision was not without sacrifices because this FPGA image
disabled other features, we initially wanted to use as well, forcing us to build workarounds for such
missing features.

The TT transmission with absolute time stamps is an example for such a feature. To truly achieve
TT transmission emulation, we must be able to transmit accurately to the absolute time reference.
That means, we have to be able to start the transmission at specific points in time, coordinated
with other devices. We require transmission capabilities on the absolute time scale, for example
for TAS evaluations (Requirement A.4). Yet, the FPGA image for time stamp injection did not
support this Transmit On Time Stamp feature, we initially wanted to use for this purpose. With this
feature it would have been possible to directly set an absolute transmit start time. However, due to
the FPGA image selection and the hardware limitations resulting from it, we had to perform the
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synchronization of the NIC’s transmission clock to the absolute timescale in software. However,
thanks to time stamp injection and a feedback loop (based on LDP) in the framework, we did not
suffer a loss in timing precision after all.

The Napatech NICs require a transmit time stamp for each frame, and can then schedule the TT
traffic relative to the first transmitted frame. The transmission of the first frame sets the transmission
clock equal to the time stamp in the frame [25]. After that, they transmit every other frame
relative to the first one. For example, if the first frame time stamp is 0 and the second is 1,000,
the NIC transmits the second frame 1,000 ns after the first. The main limitation of this over the
aforementioned transmit on time stamp feature is that the transmission time of the first frame, relative
to absolute time can not be controlled. Hence, all transmission times have no relation to an absolute
time reference. To achieve synchronization to the absolute time, the framework implementation
includes a mechanism with which the offset between transmission clock and absolute time can
be compensated after the first frame was sent, circumventing these limitations. We extended the
LDP to include this absolute timing feedback for the senders. The LDP frame is sent with some
arbitrary time stamp (in our case it is the time of frame creation, but the value does not matter
to functionality). A receiver of this frame calculates the offset between the frame time stamp to
the injected transmission time stamp (i. e., the absolute time) and passes this offset to the sender.
The frame time stamp is the value of the transmission clock at the time the injected time stamp
was written into the frame. The injected time stamp is always an absolute time stamp. Hence, the
transmission clock is behind the absolute time by the calculated offset. Thus, subtracting this offset
from a frame’s expected transmission time stamp results in transmission on the absolute time scale.
Our testing showed that with this method, transmission on the absolute time scale can be achieved,
accurate to the measurement uncertainty of the injected time stamp. Though, this solution is not
without limitations. First, some framework-controlled receiver must capture the first frame during
LDP and secondly, the frame must be a part of an expected stream to this receiver. The receivers
can only propagate timing feedback to the senders of expected streams.

7.3 Measurement Details

This section describes the details of the framework control mechanics during the measurement
execution. We first discuss the transmission side, which includes the frame creation and transmission
selection functions, followed by the overall transmission control methods. After that, we move to
the capturing side of the measurement, discussing the capture control methods.

7.3.1 Frame Creation and Transmission Selection

As we have discussed previously, we use an on-demand transmission selection and frame creation
approach for our transmitters. This was mainly due to the high memory requirements of pre-
calculated traffic queues for every sender. This could limit the number of supported transmitters in
framework, thus we decided against it. For our on-demand solution, we opted for the algorithmically
simplest and most deterministic solution in the form of a single-threaded selection, creation and
transmission approach. The single-threaded solution avoids synchronization between a frame
creation thread and the transmission thread. However, we have to optimize the selection and
creation operations for the required high data rates (Requirement B.2) and in-time frame creation
(Requirement B.1).
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We introduce a simplification of our scheduling problem, to reduce the cost of the transmission
selection operation. Recall that transmission scheduling in the framework takes place in the form of
streams. Each stream has a transmission time slot, in which the stream’s frames can be sent. No
frames are allowed to be transmitted outside the bounds their stream’s time slot. The schedule
timings of the transmission slots is non-trivial, e. g., they might be configured with different
scheduling periods, causing the scheduling patterns of multiple streams to interleave. However,
while the periods may very well be overlapping, we assume that the transmission slots themselves
are non-overlapping. That means, at every sender, at most one transmit slot can be active at one
point in time. This allows us to simplify the transmit scheduling, by applying a two-step scheduling
approach. We split the transmission selection into a stream-based scheduling algorithm followed by a
per-stream frame-based scheduling solution. This increases the transmission selection performance,
by simply reducing the number of possible choices every time. We call this scheduling method
Stream-Based Transmission Selection. We can assume that the stream slots are not overlapping
without loss of generality because a valid schedule synthesized by a scheduling algorithm also
shows this property. Moreover, there is no limitation to the number of streams for one sender;
By creating many streams, each only responsible for one frame, we essentially disable the stream
functionality and achieve traffic scheduling on a by-frame basis. As another simplification, the
number of frames per stream slot is constant and known at configuration time. We then send one
frame per configured receiver of the stream and keep the order of sender-receiver pairs constant
over all transmission slots of one stream. The stream itself is responsible for initially defining the
order of the individual frames in one slot, if there are more than one. This allows us to speed up
the frame creation operation because the headers of the frames in one slot can be partly reused,
even in the same order. Another advantage of this is that we do not need any particular scheduling
algorithm on a per-frame basis. The scheduler for each sender only has to select streams by their
slot description and can then schedule all frames in the next slot. The transmitters move the frames
of one transmit slot at a time to the NIC’s memory, as the frames inside the slot are already in the
correct transmission order.

The remaining problem is the stream slot selection algorithm. The problem with that is that we can
not assume equal periods, with which the individual stream slots are rescheduled. This means that
we can not directly infer the relative order of the transmission slots. Specifically, stream 𝐴’s slot
period might be four times as long as the period time of stream 𝐵, which would result in four slots
of 𝐵 during the same time, 𝐴 transmits only one slot. While there theoretically exists a Hyper Cycle
that contains all smaller periods, this is, in general, an extremely large value for arbitrary period
lengths (one trivial solution of this would be the least common multiple of all stream slot periods).
Thus, to not limit the framework to special cycle times, where the hyper cycle is trivially calculable
(and small), the hyper cycle and the slot order inside it is never calculated. Instead, we use the
assumption that a scheduler ensures non-overlapping transmit slots, and use a fast data structure
that extracts the next stream according to the start time of its next slot.

Specifically, we used an AVL tree which holds the streams and the start time stamps of the next
transmission slot. This allows to extract the next stream slot in O(log 𝑛), where 𝑛 is the number of
streams. After the transmission is done, we reinsert the same stream, again in O(log 𝑛). Furthermore,
we optimize our AVL tree implementation for extraction and re-insertion tasks, by reusing the
previously extracted node. Thus, the stream selection and with that the frame selection is complete.
We used an efficient way of selecting the next transmit slot, ensuring in-time frame selection and
creation (Requirement B.1) for high possible transmission data rates (Requirement B.2). We validate
the performance in our evaluations (cf. Section 8.2).

50



7.3 Measurement Details

7.3.2 Transmission Control

We now know that we can use the scheduler component to quickly and efficiently select the next
frames for transmission. Thus, in our transmission controller we can concentrate on the overall
measurement execution. We implement the transmission control functionality in the TX_role. In the
framework, the transmission group’s runner thread executes the transmission control functionality
(cf. Section 6.2). To achieve the tasks of the measurement, the TX_role uses two interfaces: First,
it uses the scheduling interface to the transmission scheduler. Secondly, it uses the transmission
interface to the abstraction layer, for hardware control functions and frame transmission. Figure 7.4
shows these interfaces and their relations to the transmitting components in a class diagram.

We use the scheduling interface to interact with the transmission selection and frame creation
methods. It comprises three methods: First is the initialize() method, used to create the first set
of transmit slots. During the transmit loop, we use get_next_headers() to retrieve the set of frames
(i. e., measurehdr structures) corresponding to the next stream’s transmission slot. Finally, the
reschedule_slot() method creates the next slot’s contents, reusing large parts of the previous slot.
Furthermore, the scheduler reinserts the stream and its new slot into the scheduling data structure.
With this, the framework only holds the next slot for each stream in local memory, for reduced
memory pressure. The second interface is the transmission interface. It is kept very generic, to
specifically account for a broad variety in measurement hardware, each with their corresponding
implementation (Requirement E). The interface comprises three methods, two of these are the
initializer (pre_transmit()) and de-initializer (post_transmit()) of the transmit functionality of the
API. The last method, transmit(), implements the transmission of a single frame.

1
*

TX_role

scheduler

stream

API-specific TX

Control
Abstraction

�interface�
transmission

# pre_transmit()
# transmit(. . . )
# post_transmit()

�interface�
scheduling

+ initialize()
+ get_next_headers()
+ reschedule_slot()

Figure 7.4: A brief overview over the classes partaking in frame transmission and stimulus injection.

Algorithm 7.1 shows the TX_role’s main transmission control method we describe in the following
paragraph. The transmission control function starts by initializing the scheduler. After that it calls
the pre_transmit() method, instructing the hardware to prepare for transmission. The abstraction
layer implementation of this method determines, what this function call implies specifically. After
that, all transmission and capture roles are synchronized with a barrier, to allow every role to fully
initialize. Next, the previously mentioned LDP is executed (cf. Subsection 7.2.2). The end of LDP
is again synchronized with a barrier. Now the transmission loop of the TX_role starts. It uses
the stream scheduler to get the next slot, transmits all frames in it and then reschedules the slot.
The transmission of one frame is done by calling transmit() on the underlying hardware-specific
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abstraction layer. Once all frames were moved to the NIC, the transmission controller terminates,
calling the post_transmit() method to close down the API or perform other clean-up tasks. The
scheduler automatically deletes all frames that are in memory and terminates as well. After this, the
role’s runner thread is deleted.

Algorithm 7.1: The TX_role::run(), executed by the transmission thread.
streamScheduler.initialize();
pre_transmit();

preLDPBarrier.wait();
TX_discovery(); // Run the TX side of LDP

postLDPBarrier.wait();

/* Transmission ends if requested by the user or if the desired number of frames was

transmitted. */

while keep_transmitting do
slot_t* slot = streamScheduler.get_next_slot(); // Stream TX slot selection

for measurehdr* header in slot do
transmit(header); // single frame transmission

++txPacketCounter;
end for
streamScheduler.reschedule_slot();

end while
post_transmit();

7.3.3 Traffic Capture

The receivers use a control method similar to that of the transmitters. The main capture control
method is implemented in the RX_role class. It uses two interfaces to interact with the surrounding
layers: First, it uses the capture interface to receive frames from the abstraction layer. Secondly, it
outputs the captured data to presentation layer, using the output interface. We discuss the capture
interface in this section and move the explanation of the output interface to the next section, where
we discuss the details of the data aggregation implementation. Figure 7.5 shows the capture interface
and the relations between the receiving components in a class diagram. The capture interface
consists of four methods: First, we have the pre_receive() method that configures the hardware
for capturing tasks. Secondly, the receive() method returns a single frame that was previously
captured on the hardware. This method should guarantee non-starvation and include a timeout, if
no frame is received. The third method release_packet() declares that all processing of the frame
is finished. This allows the NIC to free the memory that was allocated for the frame. After a call
to this method, the previously received frame pointer should no longer be used as this may cause
undefined behavior. Finally, we use the post_receive() method to close down the capture interface
of the API or perform any other clean-up tasks in the hardware-specific implementation. Hence, the
capture interface represents a generic high-abstraction level reception interface to the underlying
hardware-specific implementation. This allows the framework to operate with a multitude of
different capture solutions (Requirement E).
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Figure 7.5: The main classes involved with traffic capture and the high-level capture interface used
for traffic capture. The interface to the output manager (OM) is omitted

Algorithm 7.2 outlines the capture control method implemented in the RX_role. During startup,
the RX_role instance calls pre_receive() to configure the underlying hardware ports for capture.
After the configuration is done, we execute LDP similarly to the transmission side of the framework.
Before and after LDP are barriers, synchronizing the TX_role and RX_role threads, ensuring that
every station in the network is ready. Because of LDP, the receivers know the streams and number of
frames to expect (expectedFrames in the algorithm). In each iteration of the capture loop, the capture
runner thread calls receive() to get a captured frame from the hardware-specific implementation.
With the captured frame, we decide whether the frame belongs to the measurement or not. This
decision is based on the ID field in the measurehdr of the captured frame (cf. Subsection 7.1.2).
If the frame belongs to the measurement, we passed it to the OM. If the ID does not match the
expected value, i. e., the frame does not belong to this measurement, the frame can not be expected
to have the measurehdr data layout. Hence, we extract the EtherType of the frame and store it along
with capture time and other Layer 2 header data. The EtherType specifically is stored, to know
what protocol caused the cross-traffic. After we moved all data to the OM, the controller calls
release_packet() to free the memory of the frame. Once all frames from each discovered stream
are captured, we call the post_receive() method, deleting all needed variables and closing the API
connection. If the user sends a SIGINT (i. e., Ctrl+C) before that time, the framework forces the
end of all ongoing transmission and capture operations. This way, open API connections of the
individual role implementations are closed, terminating the program safely. The capture controller
moves the data it gathers with every frame to our output methods. The next section is concerned
with the interface we use for that purpose and other implementation details of the data output.
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Algorithm 7.2: The RX_role::run() executed the receiver thread.
pre_receive();

preLDPBarrier.wait();
RX_discovery(); // Run the RX side of LDP

postLDPBarrier.wait();

/* Capture will end either if requested by the user or if the expected number of

frames was captured. */

while keep_receiving do
// A capture object contains the header along with the receive timestamp

capture_pkt_object_t* captureObj = receive();
--expectedFrames[captureObj.header.vid]; // Count the frames per discovered stream

outputHandler.write(captureObj);

release_packet();
end while
outputHandler.write_through();
post_receive();

7.4 Output Implementation Details

In this section, we present the details of the data output mechanics deployed in the framework.
We start with general data aggregation at the OMs, used by the capturing stations. After that, we
highlight some details of the SQLite3 format output implementation we used as the main output
format and interface to the evaluations. We finish this chapter with a brief overview of the developed
evaluation methods already included in the framework. This includes details about the processing
we perform with the gathered raw data, as part of our evaluations.

7.4.1 Memory Buffer of the Output Manager

The data output functionality consists of two classes working together. Figure 7.6 is a class diagram
that shows the classes involved in the data aggregation and formatting tasks, along with the interfaces
between them. The first class, the OM, provides the interface between the traffic capture control
layer and the presentation layer. This class has two purposes: First, it ensures the the high data rate
output requirements for capturing (Requirement C.2). For this, it implements a memory buffer for
the frame data. Secondly the OM provides a unified output interface to the capture controller, i. e.,
independent of the final output format. The second class, the format writer, allows for flexibility in
the output formats. Therefore, we differentiate between the format-independent output interface
as an abstraction for different output formats and the format-specific format output interface, to
accommodate the flexibility. By splitting the interfaces, we get a clear separation of format-specific
code to the unified output interface used in the control layer.
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Figure 7.6: The classes responsible for the data output tasks of the framework and the interfaces
between them.

The OM’s output interface, used by the capturing components implements only two methods.
Thus, we can keep the interface very simple. The first method is write(), which passes the given
measurement data over to the OM. This keeps the data in the OM’s memory. We use the second
method, write_through() to clear the current memory buffer and move its data to the final output
format. For this final write operation, the OM uses the format output interface implemented by a
format writer. This interface comprises three methods: It implements basic methods for opening
and closing a handle to the output file with the methods open() and close(). Furthermore, it
implements a medium or format-specific implementation of the write_through() method. This
must be called after open() and before close(), and writes the data into the final format.

The OM must fulfill the required high output data rates, even when writing to a very slow medium
or format. The OMs must support this even when multiple receiver threads try to write to the
same output file (Requirement C.3). In this case locking can occur which can then quickly
cause frame drop on the receivers. To circumvent this and achieve zero-loss capture capabilities
(Requirement C.2), every receiver uses its own OM instance, which holds a dynamically resizeable
memory buffer for the measurement data. With write(), the frame data is written to the buffer, while
write_through() flushes the current buffer contents to the final output format. We implemented
the buffer to dynamically resize, if the current capacity is reached. For the resize, we multiply the
current capacity with a constant value. The contents of the old buffer are then moved to the new
buffer. The resize multiplicand can be passed to the constructor of the OM. The standard value
for this parameter is the golden ratio (≈ 1.62), for a good trade-off between memory footprint and
required number of resize operations. With this multiplicative buffer increase, we achieve amortized
constant insertion time on the write() method. Thus, we implemented a fast output method between
the receiver and the first stage of data storage. The initial buffer size can be controlled via a second
constructor parameter as well (the standard here is arbitrarily chosen to 10 frames). We expect the
format-specific output implementations to override the standard values, if needed.
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7.4.2 SQLite3 Data Output

As main data output method and thus as interface for the evaluation components, we chose SQLite3
databases. The main reasons for this decision were the portability, ease of use and the powerful data
access interface. Using the database functionality for relational pre-processing of data allows the
evaluation components to be more light-weight. The DatabaseWriter class extends the OM with
SQLite3 format-specific code. It implements the format output interface. With open(), the instance
opens a thread-safe connection to the database. This is a feature supported by SQLite3 for parallel
database operations. The write_through() method performs a bulk insert into the database, using
prepared statements. All insertions of one write_through() are encapsulated in a transaction. This
way, the database does not write to persistent storage line-by-line, increasing the possible data rate.
Calling close() closes the database connection. The DatabaseWriter destructor uses an instance
counter, so that only the last DatabaseWriter shuts down the SQLite3 API, as the API shutdown is
not a per-thread operation. With the SQLite3 format, we chose an industry-standard data storage
method and provided a loosely coupled, inter-operable data output format (Requirement G.2).
Thanks to the modular output architecture, other formats, such as the PCAP format, e. g., used by
tcpdump [36], can be integrated in a simple way just by providing a format writer.

7.4.3 Evaluation Components

The evaluation components consist of multiple reusable functions and most importantly, a counterpart
to the data output handler of the measurement components. Here, we implemented a database
reader which can import the framework’s output data into the evaluation chains. This is part of the
SQLite3DBInterface that mainly implements two interaction functions, getCols() and getRows().
Both take a SQL command as parameter and return the database’s output either as columns or as
rows. This interface is used by the CapturePoint class that corresponds to one capturing station
in the measurement’s topology. This can already output some preprocessed information about
the captured data, e. g., the per-frame latency, the arrival time stamps, the inter-arrival times, etc.
Furthermore, we already implemented a set of plotting functions that can generate commonly used
analysis plots, just by passing a CapturePoint instance. For example the latency or inter-arrival
times over the course of the measurement, or plots directly visualizing the queuing time near a gate
operation of the TAS are already implemented and can be reused.

As we have seen before, the header used for our measurements contains a set of values we use for
our evaluation (cf. Subsection 7.1.2). A frame and the corresponding set of values is identified by
three pieces of information, the capture point 𝑥, on which it was received, the stream’s VID and
the sequence number. The output handler of some capture point stores the following frame data
for each received frame 𝑖. First, we have the capture time stamp 𝑥.𝑡cap(𝑖), representing the time
the end of the frame was received on station 𝑥. Secondly, it stores the calculated transmit time
stamp 𝑡calc(𝑖) that is used to schedule the transmission of this frame. Next, the injected time stamp
𝑡inj(𝑖) represents the actual transmission time (only if the sender hardware supports it). Lastly, we
store the frame length ℓ𝑖 (at Layer 2) in bytes. With these data points, we use our delay model (cf.
Chapter 5) as a basis of our data processing tasks. Using our capturing ports in the topology, we
can measure the ingress location times for these end stations. Similarly, we can even measure the
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egress location times for our time stamp injection-enabled transmitters. Therefore, we can use the
measured data to get information in our mathematical delay model.

𝑥.tloc,in(𝑖) = 𝑥.𝑡cap(𝑖) − 𝑥.𝑑hw,RX if 𝑥 is a receiver, and(7.1)
𝑥.tloc,out(𝑖) = 𝑡inj(𝑖) + 𝑥.𝑑hw,TX if 𝑥 is a transmitter.(7.2)

Where 𝑑hw,RX(𝑥) is the RX hardware delay (cf. Section 2.3), i. e., the time the station 𝑥 requires
between capturing the frame and setting the corresponding time stamp. The delay 𝑑hw,TX(𝑥) is
the time that passes between time stamp injection and the begin of transmission. We assume both
of these delays to be measurable by the networking hardware. Note that the time synchronization
between multiple NICs may be inaccurate, thus these measured data underly the inaccuracies of
time synchronization. In our case, we ensure a highly accurate time synchronization between
the transmitting NIC and the receiving one. The location time is, in general, not observable for
any station 𝑥 ∈ 𝑉 in the topology. Wherever we position a capture point, we gain information
about the location times at that point. Using the measured data as ground truth, we can formulate
approximations for the expected location times. Outgoing from the points, where we can measure
the location time, we can propagate assumptions about the location times at other points in the
topology. For this we use the Equations 5.1 and 5.2. We presented these rules in our system model
(cf. Chapter 5) With these we can approximate an ingress location time at station 𝑦 out of the
egress location time at station 𝑥 and the propagation delay of the link (𝑥, 𝑦). Furthermore, we
can approximate the ingress location time of a station 𝑥 based on the egress location time of the
same station and an approximation of the residence time 𝑥.dres. The real values deviate from these
approximations by the inaccuracies or the jitter of the network stations. The accuracy of these
approximations is limited by the accuracy of the measured data. We use these rules and ground
truth values to evaluate the framework and our test networks in the following chapter.
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The contribution of this thesis is twofold: We implement a measurement framework and we use this
framework to evaluate the behavior of real world networks. Therefore, we split our evaluation in
two parts: First, we evaluate if our framework fulfills the requirements (cf. Chapter 4) and, secondly,
we use the framework to measure the characteristics of real world TSN networks. We begin with
our measurement environment, and a short reiteration of our measured data. After that, we present
our framework analysis, evaluating the fulfillment of our requirements, Next, we begin our second
evaluation part and analyze real world TSN-aware networks. With that, we provide detailed insight
into the possible inaccuracies of network devices or networks as a whole. Specifically, we analyze
real world TAS implementations, both for the effectiveness of the TAS and the possible inaccuracies.
Finally, we present a method with which high ingress jitter can be contained, regaining bandwidth
in the network at the cost of delaying one stream.

8.1 Measurement Environment

In our test setups, we use two Napatech Link™ NICs. First, we used a NT40A01-4x1 with four
1 Gbit/s SFP+ ports. This network card is capable of time stamping incoming traffic in hardware,
with a resolution of 1 ns and, therefore, was used as the main capture card in our measurements
(Requirement C.1). Furthermore, the 4 GB of on-board memory allowed for packet buffering,
reducing the risk of packet loss on the receiver side. Secondly we used a NT40E3-4-PTP with four
1/10 Gbit/s SFP+ ports mainly for traffic generation. The FPGA image used for our testing enables
the use of hardware time stamp injection, with a resolution of 10 ns on the outgoing traffic. For
the TT traffic generation, we used the traffic scheduling capabilities of this adapter. The adapter
buffers the outgoing packets in its on-board memory, while the set transmission time is still in
the future. The transmit time stamps have a 10 ns resolution and are floored down to the next
multiple of 10. We verified this accuracy in a verification measurement (cf. Subsection 8.2.1). The
two Napatech cards support time synchronization using the NT-TS protocol to an accuracy of one
nanosecond through a separate connection between the two devices [25]. This is a critical point for
all delay measurements, as these measurements are only as accurate as this time synchronization.
We configured a constant time synchronization offset of 15 ns, to compensate the signal delay
between the two devices. This includes 8 ns for the output circuit delay, 1 ns for approximately
20 cm of cable and 6 ns for the input circuit delay [25].

For networking hardware, we used different switches that were all TSN-capable. Primarily, we used
two Hirschmann™ RSPE35 switches, each implementing the TAS on three ports, each at 1 Gbit/s.
On these, we used the firmware version “HiOS-3S-TSN-08.4.00-A_BR_I2”. Secondly, we used a
Hirschmann™ BRS40 with 12 TSN-capable 1 Gbit/s ports. On the BRS40, we used a TSN-capable
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beta firmware version. Between all networking devices, we used SFP+ fiber optic transceivers at link
speeds of 1 Gbit/s. Only optical signals can be replicated, without changing their timing. Therefore,
we use only passive fiber-optic taps, adding no jitter or latency and satisfying Requirement D.

Figure 8.1 shows our time synchronization network between our NICs and the switches. We
synchronized all our network switches using IEEE 1588 PTP [19] in BC mode, via a dedicated set
of links. Thereby, the data links are free of PTP traffic that might impact the measurement results.
Moreover, synchronization can still be done even if the data links are under full load. We selected
the transmitting Napatech NIC as the PTP grandmaster of the network and the NT-TS master.
The receiving Napatech NIC is synchronized to the sender via the NT-TS protocol, ensuring high
precision time synchronization in the measurement hardware. Because the number of hops between
two stations can affect the time synchronization accuracy, our expected time synchronization errors
are not the same for all switches. While this can make it difficult to compare two switches, it is also
an unavoidable issue in real world networks. In our setup, the transmitting NIC is required to be the
grandmaster. This made it difficult to measure the precise PTP offsets during each measurement.
We had no capabilities of measuring the exact time synchronization accuracy of each device, e. g.,
with the use of a PPS signal. Therefore, we can only use worst-case error approximations for the
time synchronization quality. Each switch is able to report the maximum time offset between itself
and its master (i. e., the next hop on the way to the grandmaster). The reported maximum absolute
values are between 70 ns and 160 ns per hop, with the actual deviations being at or below 60 ns
most of the time.

The host computer executing the framework code and containing all measurement NICs was running
Ubuntu 20.04.1 LTS with kernel version 5.4.0 on two Intel(R) Xeon(R) E5-2687W v3 3.10 GHz
(40 virtual cores, 20 physical) and is equipped with 128 GB main memory. We used gcc version
9.3.0 to compile our framework for data acquisition.

NT40E3-4-PTP
Sender

PTP Grandmaster,
NT-TS Master

NT40A01-4x1
Receiver

M
NT-TS Link

S

M

PTP Link,
VID 4000

S
Data Link

Model

BRS40
Switch 3

RSPE35
Switch 2

RSPE35
Switch 1

Figure 8.1: The time synchronization links between all used devices. The PTP links are completely
separated from the data links used for the measurements.
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8.1.1 Measured Values

For our measurement purposes, we collect several pieces of data for every frame. We already
discussed the layout of the data inside our measurement frames in Subsection 7.1.2. All this data is
called the Measured Data. Measured data values will be shown in regular math font, e. g., “𝑑”.
Data that is derived form measured data using our models is called Calculated Data. They are
the result of some evaluation and pieces of calculated data will be marked in sans-serif font, e. g.,
“d”. Such calculations are based on our delay model (cf. Chapter 5). We discussed the way we
use the measured data in our mathematical delay model in Subsection 7.4.3. To present a coherent
view here, we quickly reiterate the measured data we have at our disposal. Let 𝑥 be the station that
captured the frame 𝑖. We store 𝑥.𝑡cap(𝑖) as the time at which the end of the frame was captured on
station 𝑥. Secondly, we have 𝑡calc(𝑖), which corresponds to the expected transmission time of this
frame. Next, 𝑡inj(𝑖) is the frame’s injected transmit time stamp. Finally, we store the frame’s length
ℓ𝑖. We use these data and our system model as basis for the evaluations in the following sections.
We begin with the framework evaluation, analyzing the fulfillment of our requirements.

8.2 Framework Evaluation

In this part of the evaluation, we evaluate the framework functionality and its performance
characteristics, based on our requirements (cf. Chapter 4). First, we analyze the transmitter and
receiver accuracies (Requirements B.1 and C.1), by performing a propagation delay measurement
(Requirement A.1). Next, we show the performance capabilities of our scheduling mechanisms
(Requirement B.2). This evaluation shows the performance of our capturing and data output
operations as well (Requirement C.2). We use these findings as basis for the evaluation of the
multi-port framework capabilities (Requirements B.3 and C.3). This concludes the framework
functionality evaluation. We present the measurement capabilities for processing and queuing
delays (Requirements A.2, A.3) in the second part of the evaluation. This second part also contains
measurements on the TAS functionality (Requirement A.4).

8.2.1 Latency Measurement Verification

Since all TT traffic measurements rely on the senders to transmit accurately, we first of all conducted
a measurement, comparing the measured results to our expectations. We did this on a constant-
latency network, i. e., we connected the sender (𝑠) directly to the receiver (𝑟). Figure 8.2 shows our
measurement setup for these evaluations. This way, no third device could introduce latency or jitter.
Furthermore, we can exactly calculate the expected latency, as it is the propagation delay of the
cable connecting the two devices.

(𝑠 → 𝑟).dlat(𝑖) = 𝑟.tloc,in(𝑖) − 𝑠.tloc,out(𝑖) (5.1)= 𝑑pg(𝑠, 𝑟)

With 10 m of fiber between the sender and receiver, the expected latency is 50 ns. The goal of
this measurement was to visualize the errors in our measurement path, i. e., show the deviation
of the measured value to the expected, calibrating the latency measurements. We calculate the
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measured latency between the two stations as the difference between capture time and injected time,
compensating the constant hardware delays

(𝑠 → 𝑟).dlat(𝑖)(7.1,7.2)=
(
𝑟.𝑡cap(𝑖) − 𝑟.𝑑hw,RX

) − (
𝑡inj(𝑖) + 𝑠.𝑑hw,TX

)
.

The capture time stamp has a resolution of 1 ns, the injected time stamp has a resolution of 10 ns,
however we do not know the internal behavior of the transmitting network card. Furthermore,
we do not know the accuracy of the hardware delays and the jitter of the two clocks. Because
we synchronized the sender and receiver with NT-TS, we expect very little error in the time
synchronization between sender and receiver. Larger deviations from the expected value are most
likely due to transmission or capture clock jitter inaccuracies.

Figure 8.2 shows our test network topology for this measurement. We configured the transmitter to
send 1 × 106 minimum size frames at approximately 67 % line rate. Figure 8.3 shows the results of
our latency measurements. Overall, the measured frame latencies range from 74 ns to 108 ns, which
results in a frame jitter of (𝑠 → 𝑟).𝛿lat = 34 ns. We see it as unlikely that the time synchronization
is the cause for these errors. Moreover, we observe that even latency values are around twice
as probable as odd latencies. We can not definitely explain this effect but assume that it is due
to hardware clock jitter on the receiver side, where even time stamp values are more probable.
Furthermore, the measured latencies are larger than expected. We would expect the clock of our
measurement hardware to jitter symmetrically around the real value. This means, we would expect
a symmetric latency distribution with its mean at 50 ns, where the clocks jitter in both directions
symmetrically. While this is counter-intuitive to the physical lower bound of 50 ns latency, we would
not expect the true value to be very improbable, if the measured values jitter only in the positive
direction. With this hypothesis, we would see an absolute offset of approximately 41 ns from the
expected value. Our hardware then jitters around that offset by about ±17 ns. Part of the jitter around
the offset can be explained by the inaccurate injected time stamp of which we do not know the
internal rounding and transmission behavior. The offset on the other hand is most likely introduced
by other transmission or capture delays in the NICs which are not compensated by the hardware
delays. For very high-precision measurements, these results are not ideal. Though, if we keep in
mind that the PTP time synchronization quality from the NIC to other network devices is most
likely in the sub-100 ns area, the measured inaccuracies do not negatively impact the measurement
significance.
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Figure 8.2: A basic setup of one receiving port directly monitoring the transmitting NIC. This
setup is part of a larger network, hence the network tap.
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Figure 8.3: Latency histogram of one million frames through 10 m of fiber (propagation delay
𝑑pg = 50 ns).

8.2.2 Transmit Timing Behavior

To analyze the behavior of our transmitting ports we first analyze the traffic scheduling on the
senders. As we have said, the TT traffic generation uses a calculated time stamp as the expected
transmit time stamp. In this section, we compare the expected transmit time stamp to the measured
values, evaluating the sender’s accuracy and our framework’s performance.

Definition 8.2.1 (Transmit Timing Error)
The Transmit Timing Error is a metric for evaluating the sender’s accuracy of TT traffic injection.

(8.1) 𝛿tx(𝑖) ..= 𝑡inj(𝑖) − 𝑡calc(𝑖)
If 𝛿tx,𝑖 > 0, the NIC transmitted the frame too late, if the value is negative, it transmitted the frame
early.

The significance and accuracy of the transmit timing error is limited by the precision of the injected
time stamp. Most importantly, late transmission can be caused by a too slow transmission selection
and frame creation implementation. Hence, large positive errors could indicate that our framework
implementation is not fulfilling its performance requirements (Requirement C.2). First, we use this
metric to evaluate the accuracy of our transmitters under low load on the framework. Hence, we get
a baseline on the expected accuracy and compare these results to high load circumstances in the
next subsection.

We use the same network topology as above, and configured the transmitter to send 1 × 106 frames
of minimum size, every 1,001 ns. The smallest step for the transmit scheduling on the Napatech
NIC is 10 ns, however we give the expected transmit time stamp at a 1 ns resolution, which makes
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rounding necessary in almost all cases. This way, we forced a transmit timing error with almost
every frame. To ensure that the presented effects are unrelated to frame size or data rate, we repeated
this measurement with different data rates and frame sizes. Figure 8.4 shows the results of our error
analysis. For any calculated time stamp, the error is always within ±10 ns, while both rounding up
and down is possible. The NT_TX_role implementation floors the calculated time stamp to a multiple
of 10, before passing it to the hardware. Therefore the observed negative transmit timing errors
are the expected behavior. However, for 25 % of all frames, a positive transmit timing error up to
10 ns can occur (i. e., the NIC transmits the frame up to 10 ns late). We have no information on the
rounding behavior of the transmitting NIC. With that in mind, the observed results are likely due to
hardware clock jitter on the sender side and are within the expected error of ±10 ns. For the exact
cause of the error, we have analyzed the error in greater detail, finding that of 8 frames, 2 show the
positive rounding error in a repeating pattern. However, an attempt to compensate these effects in
software was unsuccessful because the underlying hardware behavior is unknown. That said, we
can fulfill the required transmission accuracy of Requirement B.1 because the transmission error is
within the measurement inaccuracy of 10 ns. We now confirmed that the transmitting hardware
is able to schedule frames for transmission with errors smaller than the measurement resolution.
In the following section, we analyze the behavior under higher loads, with primary focus on the
transmission selection and frame creation performance of the framework.
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Figure 8.4: Analysis of transmit timing error on the Napatech NIC in relation to the expected
transmit time. The injected time stamp and the TT transmission timing has a resolution
of 10 ns. The expected transmit time stamp is given at a 1 ns resolution, hence rounding
is necessary. The y-axis shows the error introduced in this process.

8.2.3 Framework Performance Capabilities

To verify the fulfillment of our performance requirements for high bandwidth transmission and
capture capabilities (Requirements B.2 and C.2), we measure the transmit timing error at maximum
bandwidth (1 Gbit/s) with increasing number of scheduled streams. We have two different setups to
force high loads on the scheduler and the host computer: First, we use up to 256 streams on a single
transmission port, with one corresponding receiver. In a second measurement, we split these streams
over all four hardware ports of the sender, scheduling up to 64 streams per port (Requirements B.3
and C.3). Hence we measure the behavior under concentrated high loads on a single port and when
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distributing the same high loads over multiple ports. The resulting traffic is captured by one port on
the receiving NIC each. We transmit 1,000 frames per stream. This measurement shows multiple
effects: First, it shows the transmit timing error at the data rate limit of every port. Secondly, we
can measure the performance of our scheduling mechanisms. Lastly, we verify that our capture and
output functions are capable of full line rate capture and data export. We created the worst-case
scenario for the scheduler, where we schedule one minimum-size frame per stream slot. Thus, the
transmitter invokes the transmission selection for every transmitted frame. Recall that multiple
frames per stream require no scheduling because their order is fixed at configuration time.

Figure 8.5a shows the results of our evaluation for one transmitting port. The transmit timing
error stays below a maximum absolute transmit timing error of 20 ns, up to at least 256 scheduled
streams on one transmitter. This error is slightly higher than the behavior seen before. Because
we transmit back-to-back now, the previously seen rounding error can add up. When splitting
the same load over multiple ports, we expected results similar to the single-port scenario because
our host computer can provide the additional 6 processing cores for the transmission and capture
threads. Figure 8.5b shows our measurement results for this case. As expected, we see similar
performance, albeit with higher absolute errors just over 20 ns compared to a single port. That
said, the 90 % confidence interval is almost unchanged to the previous test. If we take into account
that scheduling problems commonly result in less than 10 TT streams per transmitter (e. g., [11]),
each with relatively low data rates, these results prove that our transmission capabilities exceed the
bandwidth requirements. Furthermore, no frame was dropped in any of the measurements presented
here, proving the effectiveness of our OM in fulfilling Requirement C.2.
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Figure 8.5: The overall transmit timing error over increasing number of scheduled streams. The
shaded area shows the 90 % confidence interval.
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8.3 Real World Network Analysis

To show the capabilities of our measurement framework in high-precision measurements, we
analyze the behavior of our network switches under different circumstances. First, we measure the
processing delays of our switches (Requirement A.2) and prove that while the processing delay
is not a constant value, it is frame size-independent. Next, we test the TAS implementations of
our network switches, first showing the conceptual effect of the shaper, and secondly, highlighting
inaccuracies in the implementations that must be considered in real world switches and networks.
The measurements in this section have the goal of understanding each switch’s behavior in an
isolated scenario. Hence, we used a simple line topology comprising our sender, the switch under
test and finally the receiving NIC (cf. Figure 8.6).

Sender
NT40E3-4-PTP

Switch Receiver
NT40A01-4x1

Figure 8.6: The network topology used for our network device analysis.

8.3.1 Processing Delay of TSN-Aware Network Switches

We begin with a processing delay analysis, to learn about the behavior of a switch, independently
of any TSN features. Moreover, we use the gathered information for further analysis. With an
estimation for the processing delay, we can measure the queuing delay and therefore the behavior of
the TAS with higher accuracy. We used the RSPE35’s high-speed ports 1 and 2, with TAS enabled
but all gates open at all times. We discovered that disabling the TAS or using non-TSN-aware ports
can result in completely different processing delays on this switch. We include such a comparison
in our TAS evaluation in Subsection 8.3.3. On the Hirschmann BRS40, we disabled TSN entirely
to disable the gates.

Let 𝑡 be the transmitter, 𝑠 the switch and 𝑟 the receiver. To calculate the processing delay of each
switch, we calculated the residence time

𝑠.dres(𝑖) (5.3)= 𝑠.tloc,out(𝑖) − 𝑠.tloc,in(𝑖).
(5.1)
=

(
𝑟.tloc,in(𝑖) − 𝑑pg(𝑠, 𝑟)

) − (
𝑡.tloc,out(𝑖) + 𝑑pg(𝑡, 𝑠)

)
(7.1,7.2)

=
(
𝑟.𝑡cap(𝑖) − 𝑟.𝑑hw,RX − 𝑑pg(𝑠, 𝑟)

) − (
𝑡inj(𝑖) + 𝑡.𝑑hw,TX + 𝑑pg(𝑡, 𝑠)

)
𝑠.dres(𝑖) = 𝑟.𝑡cap(𝑖) − 𝑡inj(𝑖) − 𝑟.𝑑hw,RX − 𝑡.𝑑hw,TX − 𝑑pg(𝑠, 𝑟) − 𝑑pg(𝑡, 𝑠).

Or short, we can subtract the propagation delays from the latency (𝑡 → 𝑟).dlat(𝑖) to get the residence
time. The residence time contains the processing delay, queuing delay and the transmission delay

𝑠.dres(𝑖) (5.2)= 𝑠.𝑑pc(𝑖) + 𝑠.𝑑qu(𝑖) + 𝑠.𝑑tr(𝑖).

To analyze the processing delay, we ensured zero queuing delay, by sending with low enough
bandwidth. We configured the transmitter to send 2.5 × 106 frames of any wire length between
minimum and maximum frame size, with a constant inter-arrival time of 26 µs. A frame of maximum
length takes just over 12 µs to transmit, therefore the link is always less than 50 % loaded. Thus, the
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egress port is always free for transmission, whenever a new frame arrives. Because both switches
use Store-and-Forward, the residence time contains the transmission delay for the entire frame
length. Therefore, we expect the residence time to increase linearly with the frame size. However,
we expect the processing delay to be frame size-independent. Therefore, we calculate the processing
delay as follows

𝑠.dpc(i) = 𝑠.dres(𝑖) − 𝑠.𝑑tr(𝑖) − 𝑠.𝑑qu(𝑖)
= 𝑠.dres(𝑖) − ℓ𝑖

1 Gbit/s
− 0.

Figure 8.7 is a scatter plot of these calculated processing delay values subject to the corresponding
frame size. Our results confirm the frame size-independence of the processing delay for both
switches. However, the two switches behave very differently. Figure 8.8 shows a histogram of the
processing delays for each switch. We see a more deterministic and generally faster switching
behavior on the RSPE35 compared to the BRS40. Most notably, the maximum measured processing
delay for the RSPE35 is 1,039 ns, the processing delay of the BRS40 on the other hand is at least
1,419 ns long. For the RSPE35, the average measured processing time is around 1 µs. Our measured
values correspond to the user manual of the switch [13]. In the manual, the processing delay
is specified between 924 to 954 ns. Subtracting our measurement error (approximately 40 ns, cf.
Subsection 8.2.1), results in a measured processing delay close to the specified range. However, the
range in which we measured the processing delay is wider, we measured around 82 ns, or about 2.7
times wider than the reference. This is because our measurement hardware itself jitters with around
30 ns. On the BRS40, our measurement error does not have such a significant impact because
the measured processing delay jitter is over 10 times larger than our measurement jitter (363 ns).
This proves that the processing jitter can be of significant size, thus can have influence on the
timing behavior of TT traffic. Our evaluation shows that different switches can show very different
behavior, not only in their overall processing delay, but also the jitter they introduce on the traffic.

Figure 8.7: Calculated processing delay over frame size on the two switches.
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Figure 8.8: Histogram of the calculated processing delay of each switch.

8.3.2 Verification Measurements on the Effect of the Time-Aware Shaper (TAS)

In this section, we show the effect of the TAS on high-priority traffic under varying best-effort
cross-traffic. For our specific measurement setup, we took the simulations from [28] and [21] as a
basis. We show that the TAS can isolate high-priority traffic from other network traffic, achieving
deterministic latencies. We come to the same conclusions as the related work, verifying their
simulated results with our real world test. Our test setup comprises two transmitters on two different
ingress ports of the RSPE35 switch. One sender is for high-priority traffic generation and the
other for best-effort load on the system. The switch is connected to our receiver, thus both traffic
classes are merged together onto one link. We adapted the GCL configuration from [21]. The GCL
contains three intervals, the first is the Protected Window, where only gate 7 is open. Next is the
Unprotected Window, here the gates 0 through 6 are open. In the third interval, the Guard Band,
all gates are closed. We reproduced the measurement with the same high-priority frame size of
1,030 B. However, we increased the protected window size from 8.24 µs to 10 µs, to account for
inaccuracies in the gate operation. This is the first difference between the jitter-free simulation and
the real world. Reducing the gate-open time to exactly the transmission time of one frame results in
congestion. This is due to internal delays that have to be considered in the gate open interval length
[13]. The guard band duration was untouched at 9.9 µs, but we decreased the size of the unprotected
window to 980.1 µs, to account for the larger protected window. We scheduled the high-priority
traffic every 1 ms, i. e., one frame per cycle.

As a baseline, we measured the latency at the worst case, 100 % best-effort load, with and without
the TAS enabled (cf. Figure 8.9a). When the TAS is disabled, we see significant interference
between the two traffic classes in the network. This is visible in the form of a relatively high
latency variation, caused by queuing. Note that in our setup, no more than one best-effort frame
can be in the queue before a high-priority frame. This corresponds to a maximum queuing delay
of the transmission delay of one best-effort frame of maximum size (12.1 µs). The latency of the
high-priority frames always contains the transmission delay (8.2 µs) and the switch’s processing
delay (approximately 1 µs). We observe a maximum latency of up to 21.3 µs when the TAS is
disabled, this corresponds exactly to the sum of all the mentioned delays.
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However, with the TAS enabled, the best-effort traffic no longer has any effect on the high-priority
latency. We then see an end-to-end latency that consists only of the transmission delay and
processing delay. Figure 8.9b shows that the latency and jitter of the high-priority traffic stay
unchanged under changing best-effort traffic load on the link. This even holds, if the the link
between switch and receiver would be completely saturated by best-effort traffic. Our results verify
that the TAS can guarantee low latency deterministic traffic compared to standard Ethernet, and
can even fulfill these guarantees independently of lower priority loads, given the correct GCL
configuration. These results correspond to the simulated network evaluations performed by the
authors of [28]. However, the evaluations here were designed so that possible effects of the switch’s
inaccuracies have no effect. In the following section, we take a closer look at these possible errors
in the TAS implementations.
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(b) Effect of best-effort load on high-priority traffic, the
shaded area is the 90 % confidence interval of the latency.

Figure 8.9: Effect of the TAS on high-priority traffic under different best-effort loads.

8.3.3 Timing Error of the Time-Aware Shaper (TAS) Gate Operations

Previously, we have shown the possible effect of the TAS on small-scale networks with high
best-effort load. However, we did this with a large margin for error, which allowed a conceptual
evaluation of the effectiveness. In this section, we analyze the gate operations in more detail,
with focus on the accuracy and precision of the switch, rather than the general functionality of
the TAS. Specifically, we investigate the gate-opening operation of the high-priority gate. We
highlight inaccuracies that are present on network switches but are commonly disregarded in network
simulations or scheduling algorithms. We argue that these inaccuracies should be considered in the
network’s traffic schedule.

The network topology is unchanged from the previous measurements. The sender, switch and
receiver form a line in that order. For our GCL configuration, we chose the cycle length at 1 ms.
However, we change the GCL configuration from the previous measurements. This is due to a bug
in the hardware or software of the Hirschmann BRS40 that was discovered by our measurements.
We found that with the GCL configuration of the previous measurements (protected window,
unprotected window, guard band), the high-priority gate opens over 7 µs too early. This was clearly
an error in the switch and not due to inaccuracies in our measurements. Over a larger analysis of
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this error, we found that changing the GCL preset results in more accurate results (guard band,
protected window, unprotected window). However, on this second preset, we found that the guard
band size had a significant influence on the accuracy of the high-priority gate-opening operation.
For larger guard band lengths, the gate opened too soon, whereas a smaller guard band caused
the gate to open too late. Due to these errors, our results on the BRS40 may no longer reflect the
switch’s behavior after the bug-fix. For the measurements presented in the following, we chose
this GCL configuration on all switches: First, we set a 100 µs guard band (at this size we saw
comparable results between BRS40 and RSPE35). Secondly, the high-priority gate is open for a
200 µs protected window. The remaining 700 µs are the unprotected window for best effort traffic
(priorities 0 through 6). We configured our senders to send one high-priority frame (222 B size) per
cycle, to prevent queuing. The frame’s arrival time within the cycle length changes with every cycle,
which allows an evaluation of the latency depending on the frame’s arrival time. We sent 200,000,
distributed over an analysis window of width 100 µs around the expected gate open time (100 µs).
Thus, we have 20 samples for each arrival time stamp shown below. Additional to the previously
evaluated switch configurations, we add a second RSPE35 configuration: We changed the ingress
port of our traffic to the non-high-speed port 3. We do this to highlight internal differences in a
switch as well as differences between multiple switches.

Our goal is to gain knowledge about the gate operations: First, we analyze the gate accuracy, i. e.,
the offset with which the switch executes the gate operation too early or too late. Secondly, we
analyze the gate event precision, i. e., the the gate jitter or the noise on the gate operation time
around that offset. The state of the gate influences the queuing behavior of the switch. Therefore,
we compare the time at which the switch starts the transmission of a frame relative to the frame’s
arrival time at the switch. We know that the switch processes a frame, before it enqueues it and
the gate can come into effect. Thus, we compensate the processing delay to show the departure
time of the frame relative to the time at which the frame was ready for departure. We calculate
the Ready-For-Departure Time of each frame as the ingress location time plus a processing delay
compensation 𝑠.d′

pc. Keep in mind that the ingress location time is an end-of-frame time stamp, the
switch already received the entire frame and we do not have to compensate the transmission delay
for Store-and-Forward. Let 𝑡 be the transmitter, 𝑠 the switch and 𝑟 the receiver, we then get

𝑠.trfd(𝑖) = 𝑠.tloc,in(𝑖) + 𝑠.d′
pc

(5.1,7.2)
= 𝑡inj(𝑖) + 𝑡.𝑑hw,TX + 𝑑pg(𝑡, 𝑠) + 𝑠.d′

pc.

It is important to keep in mind the variance of the processing delay, as it has an effect on this
calculated ready-for-departure time. Because we subtract a constant approximation for the processing
delay, the variance is still part of the result. Therefore, the resulting 𝑠.trfd values are only as accurate
as the processing delay approximation. Furthermore, the accuracy of our time synchronization
quality between the NICs and the switch has an influence on our measurements. In our plots, we
display the ready-for-departure time relative to the cycle time, i. e., we calculated 𝑠.trfd(𝑖) modulo
the cycle length.
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For the Departure Time, we model the time at which the switch started the transmission of frame 𝑖.
Hence, we compensate the frame length on the egress location time at the switch

𝑠.td(𝑖) = 𝑠.tloc,out(𝑖) − ℓ𝑖
1 Gbit/s

.

Using the capture time stamp of our receiving end station results in

𝑠.td(𝑖) (5.1)= 𝑟.tloc,in(𝑖) − 𝑑pg(𝑠, 𝑟) − ℓ𝑖
1 Gbit/s

(7.1)
= 𝑟.𝑡cap(𝑖) − 𝑟.𝑑hw,RX − 𝑑pg(𝑠, 𝑟) − ℓ𝑖

1 Gbit/s
.

In our figures, we show this value modulo the cycle time as well. For our evaluations, we used the
departure time to compensate the processing delay. If the gate is open, we expect the departure
time to be equal to the ready-for-departure time. Hence, we set 𝑠.d′

pc such that the mean difference
between ready-for-departure time and departure time is 0, if the gate is open. The subtracted
approximations are 1,111 ns for the RSPE35 using the high-speed ports (in 1, out 2). On the second
RSPE35 configuration with the non-high-speed port 3, this resulted in 5,246 ns (in 3, out 2). On the
BRS40 we compensated 1,658 ns. These values roughly correspond to the previously measured
processing delays from Subsection 8.3.1. Note that changing the ingress port on the RSPE35
increased the average processing delay by a factor of almost 5.

If the gate is closed, we expect the departure time to be equal to the next gate-open time. Figure 8.10
shows the departure time of frames with a ready-for-departure time in an interval around the
configured gate-opening operation. On all three configurations and if the gate is open, the departure
time is, apart from processing delay jitter, equal to the ready-for-departure time – we compensated
the processing delay to achieve this. The departure time is, as a lower bound, clamped to the true
gate-open time. However, on all three configurations, we observe a gate-open time that is on average
over 200 ns earlier than we would expect it. The expected gate open time is shown with the gray
dotted line at 100 µs. Every point in Figure 8.10 corresponds to one entire GCL cycle. Hence, this
error in gate accuracy seems too deterministic to be completely explained by time synchronization
errors. Furthermore, we see the same error on both RSPE35 configurations, even though those are
two separate devices. It seems likely that the observed error is a hardware constant, rather than a
time synchronization error. In every case, the gate accuracy is not perfect. If it is in fact a hardware
constant, it could be compensated by a scheduling algorithm. Moreover, the gate operations are
often assumed to have perfect precision. Yet, our evaluation shows that this is not the case, we see
the gate-open time jitters (gate jitter), even after considering the 30 ns jitter of our measurement
hardware.
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Figure 8.10: Departure time of frames with a ready-for-departure time near the configured gate-open
operation (gray lines).

To quantify these gate inaccuracies and imprecisions, we use a different visualization. From the
ready-for-departure time, we can calculate whether the gate is open at that time. The gate state
gives us information about the time at which we expect the switch to start the transmission, i. e.,
the expected departure time. Comparing the expected departure time to the measured departure
time visualizes the gate error and overall jitter. Figure 8.11 shows the difference between measured
departure time and expected departure time (Departure Time Error). We differentiate between
frames that were ready while the gate was open and frames that were ready while the gate was
closed. This differentiation allows for specific analysis of the processing jitter in comparison to the
gate jitter.

The latency of a frame that passes through the switch while the gate is open (black in the figure)
underlies the processing delay jitter plus the previously accumulated jitter. Note that the mean of
the black distribution is zero because we configured it that way. The jitter we observe if the gate
is open corresponds to the previously seen processing jitter of the devices (cf. Subsection 8.3.1).
Remarkably, the RSPE35 shows very different processing jitter when using the ports 3/2 compared
to 1/2. The standard deviation is almost 3 times larger when using the (non-high-speed) port 3 as
the ingress port (40 ns compared to 14 ns). The standard deviation on the BRS40 is even larger, at
4.6 times the standard deviation of the RSPE35 on ports 1/2 (at 64 ns).

On the other hand, the departure time of a frame that is at the front of the queue while the gate
is closed does not depend on the frame’s arrival time1. Its departure time only depends on the
next gate-open time. Thus, for frames with a ready-for-departure time while the gate is closed, the
departure time error shows the error of the gate operation (gray in the figure). In this case, we
clearly see the gate operation inaccuracies, both in accuracy and precision. The mean errors of all
three configurations show the gate to open too early by between 200 (on the BRS40) to 240 ns (on
both RSPE35). Furthermore, our evaluation shows that the gate-open time jitters around this mean
error. This error is approximately the same for both RSPE35 configurations (standard deviations
37 and 34 ns). Interestingly, the gate error is almost the same on the two RSPE35 configurations,
while the processing error showed an almost threefold difference in precision. This can give an
indication about the internal architecture of the switch, we conclude that the internal architecture
previous to the queue changed to a less deterministic solution. The BRS40 shows an even less

1Apart from the fact that the frame must have arrived while the gate is closed.
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deterministic behavior with an error standard deviation of 67 ns. We see that different hardware
can behave in a very different way. Furthermore, the RSPE35 with the ports 3/2 proves that even
the same switch can behave differently, depending on the hardware ports we use. These two facts
make it even more difficult to account for the inaccuracies of the switch hardware in a real world
network. If we wanted to take these inaccuracies into account in the synthesis of a schedule, we
require knowledge about the switch’s behavior on the specific port configuration we intend to use.
Moreover, while a constant offset in the gate-open time could be compensated, we can only assume
upper jitter bounds to compensate the imprecisions around that offset. However, reserving time for
such imprecisions in the GCL, especially on larger networks, can result in other undesired effects,
such as a significant impact on the available bandwidth of the network. In the next section, we detail
this problem and its effects. Furthermore, we propose a solution to this problem in the form of a
jitter-reduction mechanism.
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8.3.4 The Effect of Queuing on Determinism

A problem with high-jitter devices, especially high-jitter transmitters arises in the synthesis of
the traffic schedule for the network. An uncertain arrival time at a TAS-enabled switch requires
consideration in the schedule. If a high-priority frame experiences maximum transmission jitter
and, as a result of that, misses the gate-open interval, the frame would stay queued for an entire
cycle, violating the latency bounds. We could solve this problem with two strategies: First, we can
increase the gate-open interval to account for maximum jitter in the previous hop. However, this
has one major drawback: Any jitter that was accumulated previous to queuing will carry over to the
output, if the TAS gate is open. This can for example be the TT transmission jitter of a sender or the
processing jitter of the switch itself. We then need to configure an even longer gate-open interval on
the next switch in the transmission path because the current switch is not jitter-free as well. The
same process applies for all following switches in the transmission path. Thus, we would need to
increase the size of the gate-open intervals with every hop. This is undesirable behavior as it reduces
the available bandwidth and could even render schedulability in larger networks impossible.

A second possibility for solving this problem is a compromise between latency, bandwidth and
jitter. If a frame has to stay queued due to a closed gate, the previously accumulated jitter is
removed, at the cost of increased delay. The dequeuing time (i. e., the transmission time) is then no
longer dependent on previous jitter, but only the time at which the egress port becomes ready for
transmission. After queuing, the frame jitter is equal to the gate jitter and the transmission jitter of
the switch. In theory, we can configure the switch such that incoming high-jitter traffic always hits
the closed gate and gets enqueued. Only after a Queuing Window time has passed, we open the gate
to release the traffic. A switch with low output jitter and a large enough queuing window should be
able to reduce the accumulated frame jitter on TT traffic. This way, we can contain the jitter of the
incoming traffic with the help of the queue, introducing only the transmission and gate jitter of the
switch on the next hop, in contrast to the switch’s jitter plus the jitter of the previous hop. We have
performed Queue Jitter Containment (QJC). However, even for high-jitter senders, this queuing
window mechanism is not without drawbacks. By doing so we have to reserve more bandwidth
for the stream at this station because we have to isolate this traffic class for the queuing window in
addition to the gate-open time. That said, we can regain otherwise lost bandwidth on the following
hops because the stream’s arrival time at the next switch has gotten more deterministic, thus the
required gate-open length can be reduced. Moreover, during the queuing time of time high-priority
stream, other traffic classes can be forwarded because they use a different queue. However, the
latency of the jitter-reduced stream can increase significantly for two reasons: The first argument is
trivial, we deliberately introduce a queuing delay which naturally increases the end-to-end latency.
Secondly, we concentrate the arrival time of the stream at the next hops tightly around a later point in
time. The jitter-reduced stream has, due to queuing, a higher average latency. Thus, the introduced
jitter of following stations has a greater effect on the mean latency of the jitter-reduced stream. To
reiterate, we add the same jitter in the following stations but on average at a later point in time, thus
the effect of the jitter on the average latency increases. The QJC mechanism is a trade-off between
worse latency for one stream at the benefit of improved determinism for this jitter-reduced stream
and improved bandwidth utilization in the overall signal path.

Disregarding the errors of gate-opening inaccuracies and time synchronization, we would expect
the queuing window to reach maximum effectiveness if the latest possible frame is still captured
within it. Hence, in an error-free setup we would expect maximum effectiveness if the window has
the length of the size of the maximum jitter. However, for the implementation of QJC in real world
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networks, we require detailed knowledge about network’s components and their behavior, as they
have an influence on the effectiveness in multiple ways: First, we must know the ingress jitter on the
switch, e. g., the transmitter’s jitter. Secondly, we have to know the gate jitter of the switch on which
we want to use QJC. We can only perform jitter reduction if the gate jitter is smaller than the ingress
jitter. Thirdly, we should at least be able to estimate the gate inaccuracy. If the gate opens earlier
than configured, the window must begin earlier by that error. Finally, we require an upper bound
estimation on the time synchronization quality between the devices. The time synchronization error
prolongs the queuing window by the maximum deviation in time synchronization. Because both
these values can increase the required window size, they are important for the trade-off assessment
of QJC. The loss of bandwidth on the following hops must justify the increase in latency on the
jitter-reduced stream.

The queuing window can be implemented in two ways, either the transmitter schedules the frames
earlier or we must push back the gate-open operation in the GCL configuration by the size of
queuing window. To show a proof-of-concept, we change the transmitter timing in the following
evaluations. Figure 8.12 shows this mechanism on simulated ingress jitter on minimum-size frames.
Our evaluation shows that this method can reduce the jitter significantly: Any jitter size can be
reduced to a constant switch-specific value. Figure 8.12a shows the effect of QJC for 500 ns of
simulated ingress jitter. Here, we see the maximum effectiveness in jitter reduction at a window size
of at least 750 ns, the RSPE35 reduces the frame jitter down to around 200 ns. The second example
in Figure 8.12b shows that even a jitter as high es 1,000 ns can be contained down to the same
value. In our measurement, we required a queuing window size of at least 1,000 ns to achieve that.
However, we did not compensate the time synchronization or gate-open inaccuracies in both cases.
We see that the lower bound of the latency increases first. The switch forwards frames experiencing
minimum jitter later in time. With increasing window size, the lower bound increases further until
it meets the upper bound. At this point, the queuing window has reached maximum effectiveness.
Further increasing the window size only introduces larger queuing delays without a benefit in jitter
reduction.
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(a) Up to 500 ns of simulated jitter
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Figure 8.12: Effect of the queuing window on a the latency and jitter of high-priority traffic with
varying ingress jitter. Shown is the 90 % confidence interval of the latency. We did
not compensate the time synchronization error.
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In this thesis, we developed a measurement framework that enables research on physical TSN
networks. This extends researchers insight into real-time networks from simulators to real world
test setups. Via a user-friendly and descriptive configuration method, the framework automatically
executes the measurement procedures and aggregates data. To achieve this on multiple hardware
platforms, we developed a layer model for light-weight hardware integration, providing generic
interfaces to hardware functionality. Furthermore, the framework supports extensions in the form of
new hardware-independent measurement procedures, guaranteeing easy maintenance in the future.
The implemented framework is able to generate TT traffic stimuli of over 1 Gbit/s, which matches
the current state-of-the-art in industrial applications and fulfills our requirements. Furthermore
it is capable of lossless capture and pre-processing data in varying output formats. We presented
our framework’s high-precision measurement capabilities in a variety of measurements, giving
new insight into real world real-time networks. For example, we evaluated the effectiveness of
the TAS, verifying other researcher’s simulations regarding high-priority latency guarantees under
any best-effort load. Additionally, we used the developed framework to identify two key problems
with physical setups that are often disregarded in network simulation and schedule synthesis: First,
we measure the processing jitter that is introduced due to varying processing delays of a switch.
Secondly, we showed that the TAS gate event times can be inaccurate and themselves be introducing
considerable jitter. These inaccuracies and imprecisions must be considered in the synthesis of
traffic schedules. Disregarding jitter in networks of greater size or lower quality devices could
result in a significant loss in the available bandwidth or even violation of guarantees. We presented
a queuing maneuver (QJC) with which high jitter can be reduced, increasing overall network
bandwidth at the cost of higher latency for the high-jitter stream.

The greatest limitation to our measurement setup lies in the inability to measure the time synchro-
nization quality between the network devices. This is only due to hardware constraints; because of
our software architecture, a seamless and light-weight integration is already prepared, only missing
a hardware abstraction layer. Therefore, a crucial addition to the framework’s capabilities would
be the integration of such hardware. Furthermore, hardware support of IEEE 802.1Qbu Frame
Preemption can be investigated and integrated if available. Moreover, the framework’s flexibility
could be used to extend configuration tasks to the whole network under test. For example, the
existing hardware configuration layers allow easy integration of the configuration tasks in network
switches (e. g., the GCL). With this, the framework could unify the entire network configuration
and measurement task into one application and configuration file, completely removing the risk of
flawed measurements due to configuration inconsistencies.
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A Configuration Syntax for the Framework

Our framework was developed with the goal of a high level of flexibility and ease-of-use. Therefore,
the framework uses a configuration file with custom format to integrate the different flexibilities in a
simple way. In the following we state the syntax of this configuration file, highlighting key aspects
of the format. We use extended Backus-Naur form (EBNF) rules to define the syntax of the file.
The basics for these definitions are the rules for digits, characters, identifiers and values. Note that
all identifiers and values will have their leading and trailing white space removed.
Digit ::= '0'|...|'9';

Char ::= 'a'|...|'z'|'A'|...|'Z';

Identifier ::= { Digit|Char|'_'|'-'|'␣' }+1;

Value ::= { Digit|Char|'_'|'-'|'␣'|':'|'.' }+;

For all other rules, we use syntax diagrams, where rectangles represent variables and boxes with
rounded corners represent terminals.

The configuration file uses Argument Lists containing key-value pairs in multiple occasions. We use
these to pass parameters to all configurable parts of the framework. The key-value pairs are grouped
with curly braces and separated with commas. Using square brackets, values can be of a list type.

{

Identifier =

[ Value

,

]

Value

}

,

ArgumentList

A configuration consists of four sections, prefaced by their section identifiers [general], [stations],
[links] and [streams]. We detail these sections in the following paragraphs.

General Parameters All parameters affecting the entire setup of a measurement are declared in
the general section. For example, the number of frames to send as part of any stream is specified in
this section of the configuration file. Thus, the general section comprises an argument list, holding
all these parameters. Table A.1 lists possible keys for the general section.

1Note that we use “{}+” as “at least once”.
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Table A.1: Possible key value pairs for the general parameter section.

Key Description Value type

packets number of packets to be sent by every
stream

Integer

database path to the output database String, no quotes needed
hypercycle

length

The cycle time, to align the transmission
to

Integer

Definition of a Network Station With the common parameters defined, we start the topology
definition. The first part of this is the definition of the network stations. Every station defined in the
[stations] section represents a node in the topology graph. According to our architecture, every
station has a type and a role, which the user can specify in the configuration using an identifier.
The type identifier resolves to a setup hook, initializing a hardware abstraction module. Thus. the
framework uses types to differentiate between specific end station implementations. The default
type is none, meaning that the framework does not control this station and it does not select a
hardware abstraction module. The available roles of a station depend on the type of the station.
For example, the none type can have the role tap, which enables monitoring connections over this
station. We will come into more detail on this, later on. The default role is, once again, none. For
the configuration, it is only important to remember that active components under framework control
have a type other than none.

Both type and role can be parametrized with arguments, for example any type can receive the
argument mac, which then manually sets this station’s MAC address. This could, for example, be
useful if a receiver is not under the framework’s control but the framework sends messages to this
station. The general syntax of one station definition is as follows.

Identifier :
Station

Type

with ArgumentList

as Role

with ArgumentList

;

Both type and role are identifiers, but only specific values are interpreted. For example, the
measurement framework defines the type NT to start up a type instance of the Napatech hardware
abstraction module. This NT type can take the roles capture, transmit, a combination of the two
or none. The capture role is used to capture all incoming traffic on the adapter’s port, whereas
transmit enables transmitting end point emulation. The NT type requires the arguments adapter

and port, which correspond to the adapter and port number, according to the Napatech driver
configuration. Furthermore, the NT type automatically sets the MAC address of the corresponding
station to that port’s true hardware address. The Tables A.2 and A.3 give a list of the implemented
type and role arguments.
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As an example, a station definition for a NT implementation capturing on port 5 of adapter 1, can
be as follows.

1 example: NT with {adapter=1, port=5} as capture with {to=tablename};

In the case of our database output format, the captured data would be written to a table called
“tablename” in the database specified in the general section.

Table A.2: Possible key value pairs for the type arguments of a station.

Key Description Value type

mac mac address of this station Six values of 0x00 to 0xFF sepa-
rated by a colon

adapter adapter number Integer
port port number on the adapter Integer

Table A.3: Possible key value pairs for the role arguments of a station.

Key Description Value type

to output specification, in the case of a
database, this is the table name

String, no quotes needed

Link Definitions Links represent either a simplex or a full-duplex connection between two
previously defined stations. All link definitions have to be placed in the [links] section of the
configuration file. To minimize the amount of text needed for the link definitions, we group links
according to their link parameters into recursively nesting scopes.

LinkParams {

LinkDefinition

LinkScope

}
LinkScope

So far, the framework requires the two parameters link speed and propagation delay for each link. A
parameter definition LinkParams can either hold both values in any order, or only one of the two. The
latter is for example useful, if the user wants to define many links with different propagation delays
but the same link speed. The framework allows recursive scope nesting and applies the inner-most
parameter set to each link definition. We hence define the link parameter rule as follows.

( LinkSpeed

, PropDelay

)
LinkParams

PropDelay

, LinkSpeed
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The definitions for propagation delay and link speed are as follows. Here, the link speed is given
in either kbit/s, Mbit/s or Gbit/s. Similarly, the propagation delay is defined in seconds, with the
optional SI prefixes for milli-, micro- or nanoseconds.

Digit K

M

G

LinkSpeed
Digit

m

u

n

s
PropDelay

For example, the link parameters (100M, 50ns) would result in a scope of links with 100 Mbit/s link
speed and 50 ns propagation delay.

The rule for a link definition looks as follows.

Identifier <->

-->

Identifier

,,

LinkDefinition

Identifier <->

-->

Identifier >> Identifier

;

The link definitions themselves always consist of at least two stations with a link type identifier
(i. e., simplex --> or full-duplex <-> connection) between them. It is also possible, to provide a list
of stations on either side of the link type identifier. Given those lists, the framework adds a link for
each pair in the Cartesian product of the left-hand side and right-hand side lists to the topology. For
example, given four stations s1,s2,r1,r2, the definition scope

1 (100M, 50ns) {

2 s1, s2 --> r1, r2;

3 }

would create four simplex links (s1, r1), (s1, r2), (s2, r1), (s2, r2), all at the same link speed of
100 Mbit/s with 50 ns propagation delay. Another feature of the link definitions is the monitoring
identifier “>>”. It is used to add a monitoring connection to the defined link. If using the monitoring
identifier, only one station for sender and receiver is allowed. Furthermore, one of the stations must
be of role tap. The link definition s <-> t >> m; creates a full-duplex link between s and t and adds
a monitoring connection to m that receives a copy of the traffic from s to t.
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Definition of a Stream A stream defines the transmit schedule of a station in the topology. Each
stream has one sender and at least one receiver, with an optional argument list to pass parameters to
the stream.

Identifier : Identifier -> Identifier

,

ArgumentListwith

;
Stream

All sender or receiver identifiers have to be previously defined stations. Table A.4 lists the possible
argument keys and descriptions.

As an example, the following line creates a stream with sender s and the two receivers r1 and r2.
The transmit slot is 500 ns long and is rescheduled every 1,000 ns.

1 exampleStream: s -> r1, r2 with {cycle=1000, offset=0, length=500};

Table A.4: Possible key value pairs for the arguments of a stream.

Key Description Value type

length the length of the transmit slot in nanosec-
onds

Integer

offset the offset of the transmit slot scheduling
in nanoseconds

Integer

cycle the cycle length of the transmit slot
scheduling in nanoseconds

Integer

packed TX enables back-to-back transmission A boolean-equivalent
payload

sizes

Specifies the values for random payload
generation.

List of three integers:
[min, max, step]. Payload sizes
between 0 and 1,448 B are possi-
ble

Q tagged Activates Q-tagging by setting the TPID A boolean-equivalent
vid or vlan VID of the frame, only has an effect

when Q-tagged
Integer value between 1 and 4094

pcp or prio priority of the frame, only has an effect
when Q-tagged

Integer value between 0 and 7

stepCorrVal correction offset that is added to the next
slot time after stepCorrNum scheduled
slots (cyclic)

Integer

stepCorrNum number of slots after which the correc-
tion value is applied to the slot start time

Integer
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